














JOURNAL FOR INNOVATIVE DEVELOPMENT IN 

PHARMACEUTICAL  AND TECHNICAL SCIENCE 
Volume-1,Issue-1 (Oct-2018) 

ISSN (O) :- 2581-6934 

 

   
                                                              All rights reserved by www.jidps.com 

1 

Implementation of MapReduce Based Clustering for 

Large DataBase in Cloud 
________________________________________________________________________________________ 

P.NARESH
1
, G.VENU BABU

2
, 

 
S KRUPAMAI YENDRAPATI

3
, 

K.GURNADHA GUPTA
4
,
 
M.KIRAN KUMAR

5 

1Research Scholar, VTU, Chennai , 2Asst.Professor, SICET, Hyderabad , 3 Asst.Professor, BWEC, Bapatla 
4, 5 Research Scholar, SSSUTMS, Bhopal,MP,INDIA 

 

 
 

Abstract- Nowadays clustering takes a crucial role in data mining. Clustering stands for grouping similar data items into a single 

place. Inside the cluster there is high intra cluster similarity. In real world Social sites data, marketing, banking and industrial 

data as going on increasing day by day. To handle those data is also a major problem which involves some privacy issues. All 

existing systems use normal clustering techniques that can reduces the mining process but there is lack of sensitive information 

and effort to mine data is complex. So the proposed MapReduce based privacy preserving techniques will efficiently outsource the 

data into cloud and clustering operations performed on data being encrypted. Compared with existing methods, proposed 

framework will give accurate results and suitable for cloud data. 
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1. INTRODUCTION 

Clustering is a standard procedure in multivariate data 

analysis. it's designed to explore AN inherent natural structure 

of the data objects, where objects inside identical cluster ar as 

similar as possible and objects in various clusters ar as 

dissimilar as possible. The equivalence categories elicited by 

the clusters give a method for generalizing over the info 

objects and their options. cluster strategies ar applied in 

several domains, like medical analysis, psychology, political 

economyand pattern recognition.Clustering is an exploratory 

data analysis.Therefore, the someone might need no of very 

little data concerning the parameters of the ensuing cluster 

analysis. In typical uses of 

Clustering the goal is to determine all of the following:  

 The number of clusters, 

 The absolute and relative positions of the clusters,  

 The size of the clusters,  

 The shape of the clusters, 

 The density of the clusters. 

The k-Means clustering algorithm is an unsupervised hard 

clustering method which assigns the n data objects 0,1.. on to  

 

 

 

a pre-defined number of exactly k clusters C1,… Ck. The  

optimizing criterion in the clustering process is the sum-of-

squared-error E between the objects in the clusters and their 

respective cluster centroids cen1,…cenk, K-means clustering 

is an iterative process that requires the update of clustering 

centers based on the entire dataset after each round of 

clustering. Considering the efficient support over large-scale 

datasets, these update processes also need to be outsourced to 

the cloud server in a privacy-preserving manner. There are so 

many MapReduce clustering methods are present but all are 

lack of providing security for outsourced data in cloud. In this 

work, we proposed a practical privacy-preserving K-means 

clustering scheme for large-scale datasets, which can be 

efficiently outsourced to public cloud servers. Our proposed 

scheme simultaneously meets the privacy, efficiency, and 

accuracy. 

  

2. Background Knowledge 

In the below diagram there are two major components are 

there. One is Cloud server and another one is Dataowner. In 
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that dataowner having set of data objects which will 

outsourced to cloud server for providing security via 

encryption at the same time Clustering also done on given data 

set at server side. While the clustering operation is going on, 

the cloud server interacts with the dataowner for inputs. Those 

input data given by dataowner is helpful in clustering. 

The cloud server having access on encrypted data which is 

generated by server. In background model the server of cloud 

having additional information related dataset. The server was 

unable to fetch the cluster centroids. In this way the proposed  

 

Fig.1.Architecture 

 

architecture maintains privacy and security for data apart from 

server and outsiders. 

3. The Model and Preliminaries 

        K-Means: The main purpose of k-means algorithm is to 

cluster similar data objects of same type into a cluster. It 

relocates data objects into different clusters depending on 

object weight and centriod based ecludien distance. The 

objects which are irrelevant are left outside the cluster called 

outliers. High intra similarity inside the cluster and high inter 

similarity outside the cluster will be maintained while 

performing clustering. 

The below steps illustrate about k-means clustering. 

 

 

Along with k-means clustering,MapReduce method applied on 

large dataset. In MapReduce two parts are there. One is map 

function and another is Reduce function. It divides dataset into 

small pieces which are easy to process. Map function process 

data and produce intermediate output as <key,value> format. 

These results further forwarded to reduce function to do 

reduce operation and review all outputs and gives final result 

MapReduce Architecture: 
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Encryption for security: To provide security and privacy 

there should be Data Encryption algorithms were used, which 

are Map privacy and Reduce Privacy steps. 

4. Conclusion 

The proposed MapReduce based K-means clustering scheme 

in cloud computing is exercised on datasets. Our scheme 

achieves clustering speed and accuracy that are comparable to 

the K-means clustering without privacy protection. The frame 

work which was proposed is suitable for large datasets in 

cloud which yields good results by means of accuracy and 

time. Compared with existing methods, proposed framework 

will give accurate results and suitable for cloud data. 
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ABSTRACT —  

The environmental effect of the healthcare sector has turned 
into an imperative factor all around and is continuing to draw the attention of regulators. 
The vitality utilization of the healthcare sector (whose biggest sub-fragment is 'hospitals') 
has been becoming because of numerous factors. These factors incorporate the quick 
development and adoption of Information and Communication Technology (ICT) in 
healthcare. The updated IT advancements and applications utilized as a part of healthcare 
incorporate 'cloud computing', 'M-medicines', i.e. 'mobility in Health', eHealth, and 
tele(health) nurture 'remote conveyance of healthcare administrations'. The healthcare 
business needs to receive the rewards of developing innovations, for example, Data 
Science, Big Data, Analytics, Mobile computing and Cloud computing, along with the 
utilization of Health Information Technology (HIT) to help explain the consistently 
developing working cost issues. A big test confronting the healthcare sector is the manner 
by which best to enhance the vitality productivity and sustainability of this extremely 
complex sector. The work done in the course of recent years to investigate and make 
exceptionally vitality proficient data focuses presents a superb opportunity for financially 
savvy green IT at hospitals. As a result of the complexity of the healthcare business, there 
is a requirement for a broad utilization of data science and Big Data analytics as a perfect 
method to help decide how the green healthcare results can be moved forward. Hospitals 
and healthcare can make critical strides in the green direction by joining big data analytics 
with cloud computing. Information Technology (IT) is continually being revived at hospitals 
and most organizations as a feature of the requirement for the hospitals to stay up with 
the latest. Any electronic waste (e-squander) from this invigorate cycle must be reused as a 
component of a sustainability program. Supplanting the IT gear and updating the 
application architecture with vitality proficient frameworks, for example, virtual servers, 
virtual data storage, and effective application and database structures, can without much 
of a stretch lessen IT control consumption for the supplanted hardware by 50 percent. A 
second convincing reason to move to green IT is that virtual server and virtual data storage 
innovation are strategies that enable hospitals to lessen hardware and framework 
administration costs. Incorporate private cloud computing for both your production and 
test/advancement frameworks, and the reserve funds are significantly more prominent. So 
the most recent green innovation is based around an exceptionally strong business case 
without considering the funds because of a reduction in vitality costs. This paper gives 
cases of how Data Science, Big Data, and Analytics can be utilized as a part of healthcare 
to essentially enhance a hospital's IT Energy Efficiency along with information on the most 
ideal approaches to enhance vitality effectiveness for healthcare in a financially savvy way. 
This paper expands on the work done in different sectors (basically data focuses) in 
successfully estimating and enhancing IT vitality effectiveness. 

 
Keywords- healthcare; data science, Big Data, analytics, carbon footprint; mobile 

computing; cloud computing; protected health information; Green IT; HIT 

 
 
 

I. INTRODUCTION 
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For the healthcare sector which is known to have the triple test [1], the 
environmental effect of this sector is being felt all around and has raised concern. This has 
brought about regulators' attention being attracted to it [2]. The vitality utilization of the 
healthcare sector (whose biggest sub-portion is 'hospitals') has been becoming because of 
numerous factors [3, 4]. The healthcare sector has turned into a possibility for making 
utilization of 'Green IT'[5].  

Green is about vitality proficiency too; from that point of view, functional territory 
shrewd vitality consumptions and carbon emissions of a hospital are exhibited in Table 1.  

 
Functional Area of Use  Energy Consumption   Carbon Emissions 

1,350  293    

Surgery areas  844   268 
Back area  619  176 
Consulting      

Areas ((consulting rooms      
etc.) 510 166 
Administration      

& Office blocks 474 154 
Corridors      

(24hrs)  349  95 
 

TABLE I HOSPITAL: FUNCTIONAL AREA-WISE ENERGY CONSUMPTIONS AND 

CARBON EMISSIONS  
The healthcare has become quite mind boggling [6], [7]. The sector is to be sure a 

case for greening its IT operations [8], [9]. The rising question presently is the manner by 
which the sector can benefits from the utilization of Data Science, Big Data, and Analytics 
and this is the focal point of this paper which is isolated into six sections; including the 
last section to conclude the paper. In the first place we clarify the part of data science in 
healthcare, trailed by a brief on the part of data analytics in healthcare. Next, we talk 
about Green IT in healthcare lastly, the paper exhibits a discussion about using data 
science to make healthcare Green. 

 
II. THE ROLE OF DATA SCIENCE IN HEALTHCARE 

 
One of the unpredictable dimensions of healthcare is the enormity of the data 

produced. Three years back (as at the season of writing this paper) i.e. in 2012, the 
evaluated size of the data created by overall digital healthcare 500 petabytes as of now. 
The development of healthcare data estimate is to continue exponentially - in 2020, 
healthcare data is required to achieve the measure of 25,000 petabytes [10]. Hence, the 
healthcare sector undoubtedly has the 'Big Data' challenge. The consistently rising 
development of healthcare data will fill no need except if it helps the sector. The basic 
question is 'can the Big Data and Data Analytics utilized by healthcare causes it to gain 
from the past to end up 'shrewd' later on'? There is as of now an idea on moving from 
'treatment-based practices to 'result based' practices. On the off chance that individuals 
don't get the fix in spite of the tremendous measures of monies spent big expenditures on 
IT in healthcare, at that point it is a losing fight for the sector.  
A. Data Science & Big Data 

 
The field of 'Data Science' has wonderfully developed in a previous couple of years. 

This is on the grounds that in the course of recent years or somewhere in the vicinity, 
there has been a huge increment in the measure of data around us - both the new data 
produced and additionally the data held by organizations; primarily for statutory and 
diagnostic purposes. Figure 1 delineates at a wide level how big data analytics is utilized 
as a part of healthcare. 
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Fig. 1 How Healthcare uses Big Data Analytics 

 
 

According to IDC definition, Big Data is about a new generation of technologies and 
architectures designed to extract value economically from very large volumes of a wide 
variety of data by enabling high-velocity capture, discovery, and/or analysis. Big Data are 
high-volume, high-velocity, and/or high-variety information assets that make it mandatory 
to use new forms of processing and technologies to facilitate improved decision making, 
insight discovery and process optimization. Data Science deals with the mining of 
knowledge from large volumes of data that are both structured as well as unstructured. In 
this sense, “data science” can be considered as a continuation of the field data mining and 
predictive analytics, also known as knowledge discovery and data mining (KDD). 
"Unstructured data" can include videos, social media, emails, photos, and other contents 
generated by users. Big Data are multidisciplinary in nature and that presents many a 
challenges in their handling. While ‘Big Data’ is not new; the tools used to handle it are. 

 
B. The relation between Cloud and Big Data 

 
There is a symbiotic relationship between cloud computing and big data – cloud 

computing resources are needed to support the storage projects that involved analysis of big 

data and moving to cloud-based computing becomes a business case for big data. As explained 

in the previous section, data scientists are required for analysis of big data. Thus, data science 

is the analytical “glue” for the big data and its underlying cloud environment. 
 

C. An Overview of “Analytics" and Healthcare Data Complexity 
 

The main sources and techniques for Big Data in Healthcare are (1) structured EHR data 

(electronic health records), (2) clinical notes that are unstructured, (3) medical imaging 

data and (4) genetic data and (5) other data sources such as, for example, Epidemiology & 

data on diseases behavior. Given the complexity of healthcare data (including the fact that 

it involves “Big Data”), the challenges in analytics include but are not limited to: data 

search, data capture, data storage, data sharing and data analysis. Another dimensions to 

the complexity of healthcare data analytics comes due to greater impetus and imperatives 

for adoption of electronic health records technology (EHRs) in hospitals the emerging trend 

in the medical practice whereby the move is from ad-hoc and subjective decision making to 

evidenced based medicine [11], [12], [13] (EBM); which is aimed at bringing Big Data to 

healthcare consumer; leading organizations such as IBM are playing a lead role in such 

initiatives. Analysis of health data reveals trends and knowledge, which at times reveals 

contradictions to medical assumptions, which in turn, causes a shift in ultimate decisions 

that would better serve both patients and healthcare enterprises. Thus, in data-driven age 

of today the healthcare making a shifte from opinion-based decisions to informed decisions 

based on data and analytics. There are a few more drivers that cause growing complexity 
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and abundance of healthcare data, which have, in turn, in an advanced role of data 

analytics in healthcare - (1) new technologies such as capturing devices, sensors, and 

mobile applications have developed, (2) ease of and drop in cost of collection of genomic 

information, (3) rise in digital forms used for patient social communications and (4) greater 

accumulation of medical knowledge/discoveries. 
 

III. THE ROLE OF DATA ANALYTICS IN HEALTHCARE 
 

A. Current Challenges in the Healthcare Domain 
 

Our literature study on healthcare in which we engaged in as part of our research in the 

domain is based on more than thirty dimensions of healthcare. It shows that, worldwide, 

healthcare have three major challenges; Cost, Quality and Reach i.e. (1) How to contain 

treatment and operative costs, (2) How to improve the quality (improve diagnostics, better 

outcomes from patient treatments) and (3) how to extend the reach of healthcare services. 
 

B. Using Big Data to the Benefit of Healthcare 
 

A number of possibilities exist for reaping the benefits of ‘big data’ for healthcare. A major one is 

about increasing Adoption Rates for Electronic Medical Records. EMR is one of the major 

challenges in healthcare domain; there are nine elements of a “usable” EMR; (1) simplicity, (2) 

naturalness, (3) consistency, (4) feedback, (5) effective use of language, (6) efficient interactions 

(among the relevant stakeholders), (7) effective information presentation, (8) preservation of 

context and (9) minimum cognitive load. Potential areas are 

- exploiting EMR (electronic medical records) for enhancing ‘evidence-based medicine 

practices and exploiting medical data to intervene earlier. Figure 2 presents a schematic 

view on the role of data analytics tool in healthcare for patient treatments. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Regarding ‘early intervention’, a number of challenges exist. Here are some aspects of 
those challenges – the scale is large: typically up to 10s of millions of patients, high 
dimensionality involved: there are thousands of dimensions spanning many years, the 
reference data required is semi-structured: there are clinical notes (which need to be 
integrated as EHR (electronic health records) and EMR (electronic medical records), 
medical imaging, and medical codes. In addition, these data are geographically distributed: 
involving multiple providers and multiple representations. 

 
Over and above this, there are task challenges; there is a need to take critical decisions: 

else it may literally mean life or death, there are no clear ‘right answer’: medical evidence is 
often ambiguous, there is limited time: medical professionals need to manage complexity, 
multiple granularity, domain experts are humans and as such, they are limited by the best 
of their abilities. Patients show up in periodic visits and the data generated is different for 
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each patient. There are uncertainties as well: subjective, data entry errors, bias for billing 
Incomplete. Often some items could be missing from the medical record – the challenge of 
there not being integrated EMRs (electronic medical records).  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Another set of related terms come from the call for new and much more data-intensive 
approaches to diagnosis and treatment of disease variably called personalized medicine, 25 
precision medicine, 26 or computational medicine.27 Advocates for these approaches note 
the inherent complexity of nonlinear systems in biomedicine, with large amounts and 
varied types of data that will need models to enable their predictive value. Technology 
thought leader O’Reilly notes that data science is transforming medicine, striving to solve 
its equivalent of the “Wanamaker Dilemma” for advertisers, named after the problem of 
knowing that half of advertising by merchants does not work, but that the half that does 
not work is not known.28 

 
One of the major motivators for data analytics comes from new models of healthcare 
delivery, such as accountable care organizations (ACOs), where reimbursement for 
conditions and episodes is bundled in 

 
B. variety of ways, providing incentive move to deliver high-quality care in cost-
efficient ways.29 ACOs require a focused IT infrastructure that provides data that can be 
used to predict and quickly act on excess costs.30 One of the challenges for healthcare 
data is that patients often get their care and testing in different settings (e.g., a patient 
seen in a physician office, sent to a free-standing laboratory or radiology center, and also 
seen in the offices of specialists or being hospitalized. This has increased the need for 
development of health information exchange (HIE), where data is shared among entities 
caring for a patient across business boundaries.31 A well-known informatics blogger has 
succinctly noted that “ACO = HIE + analytics”. 

 
IV.HEALTH & GREEN IT 

 
The dominant Green IT practices in the healthcare sector are (1) the use of Electronic 

Medical Records (EMRs), (2) Telemedicine, (3) virtualization of servers used in healthcare 
sector, (4) virtualization of desktops used in healthcare related offices and (5) virtual 
collaboration. In an analysis that was done in 2011, it was estimated that EMRs have the 
potential to reduce carbon dioxide emissions by as much as 1.7 million tons across the 
United States. The same study looked into to 8.7 million users to reveal that using an EMR 
avoided the use of 1,044 tons of paper for medical charts annually. The result was a 
positive net effect on the environment. It is important to note here, that although the two 
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terms (EMR and HER) are used interchangeably, there is a difference between the two 
although they both are related. EMR (Electronic Medical Record) is an application 
environment constituting the clinical data repository, clinical decision support, controlled 
medical vocabulary, order entry, computerized provider order entry, pharmacy, and 
clinical documentation applications. Such an environment supports patient’s electronic 
medical record across in-patient and out-patient departments. Healthcare practitioners 
use it to document, monitor, and manage health care delivery within a care delivery 
organization. EHR is a subset of EMR. The two hold a symbiotic relation in that - EHRs are 
reliant on EMRs being in place, and EMRs will never reach their full potential without 
interoperable EHRs in place. It is essential to understand this difference between the two. 

 
Telemedicine is not a new practice; it has existed for more than two decades; it is just 

that its benefits are just now coming to the fore, especially in rural communities. When 
people can do without driving all over for specialist referrals and similar activities, in 
addition to bringing down the level of gas emissions, telemedicine can be used to better 
manage chronic diseases; improve the care of elderly, homebound, and physically 
challenges patients; and improve community and population health. 

 
Server virtualization still remains one of the most common ways organizations are going 

green. Server virtualization in the data centers of health industry provides the opportunity 
for reducing the number of physical servers used. This, in turn, brings down physical 
hardware costs and the data center's carbon footprint. A report by The 451 Group titled 
“Eco- 

 
Efficient IT”[14] found that each server eliminated through virtualization can reduce power 
consumption in a data center by up to 400 watts, which is the equivalent of about $380 
per year, per server. 

 
Desktop virtualization not only lowers energy costs – it can also increase productivity 

and decrease capital expenses on PC hardware. Information technology supports thin-

client computing by centralizing management of all user desktop environments on a single 

platform. Forrester Research published a report in 2009, based on a research project they 

had undertaken to compare thin clients to desktops. It was found that thin clients 

consume between five and 60 watts per device, compared to the 150 to 350 watts used by 

a desktop PC. 
 

Virtual Collaboration provides a number of opportunities for “greening” of healthcare – IT 
supports Web conferencing, instant messaging. There also are many software applications 
to promote virtual collaboration. By using virtual meetings and other collaborative efforts, 
travel and other expenses are cut dramatically. The effective use of virtual collaboration 
increases efficiency and enables employees to access information and applications 
anywhere at any time; this collaborates well with the adoption of EMR and EHR in 
hospitals. As an added benefit, using this technology can increase productivity and 
teamwork. 

 

 

V. USING DATA SCIENCE TO MAKE HEALTH GREEN 

 
This section describes significant ways that data science can be used to make health 
green. IBM has found that that a typical data center of 25,000 square feet with 
electrical costs of 14 cents per KWH will cost about $2.5 million a year in electricity. 
Going green can easily cut that yearly electrical cost in half. Data science applied to 
going green is especially relevant when looking at ways to improve software and 
application efficiency. The following sections give examples. 

 
A. Implement Efficient Applications and Deduplicate Data 

 
Software and application efficiency can be very significant for green IT. The author has 

had recent experience where the procedure for creating a data warehouse report was 
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reduced from eight hours to eight minutes merely by changing the Oracle data warehouse 
search procedure (e.g. don’t search the entire database each time when only a much 
smaller search is required). During the eight hours required to create the report, the large 
server was running at near peak capacity. Sure, that type of significant application 
inefficiency has been created and fixed many times over the history of programming. But 
what about the cases where a few application efficiencies will make an application run 
20% faster”? That 20% more efficient application will also result in 20% lower energy use. 
The steps required to improve application efficiency by a few percent are often not easy to 
determine. However the added incentive of saving energy – while making the application 
run faster - is a significant plus. 

 
Data-storage efficiency, such as the use of tiered storage, is also very significant. Data 

reduplication (often called "intelligent compression" or "single-instance storage") is a method of 
reducing storage needs by eliminating redundant data. Only one unique instance of the datum 
is actually retained on storage media, such as disk or tape. Redundant data are replaced with a 
pointer to the unique data copy. For example, a typical email system may contain 100 instances 
of the same one-megabyte (MB) file attachment. If the email platform is backed up or archived, 
all 100 instances are saved, requiring 100 MB storage space. With data reduplication, only one 
instance of the attachment is actually stored; each subsequent instance is just referenced back 
to the single saved copy. In this example, a 100 MB storage demand can be reduced to only one 
MB. 

 
Data reduplication offers other benefits. Lower storage space requirements will save 

money on disk expenditures. The more efficient use of disk space also allows for longer 
disk-retention periods, which provides better recovery time objectives (RTO) for a longer 
time and reduces the need for tape backups. Data deduplication also reduces the data that 
must be sent across a WAN for remote backups, replication, and disaster recovery. 

 
Data deduplication uses algorithms to dramatically compress the amount of storage 

space needed. Many organizations are dealing with increased scrutiny of electronically 
stored information because of various regulations; this need to preserve records is driving 
significant growth in demand for storing large sets of data. Depending on the type of 
information being compressed, deduplication can enable a compression rate of between 
3:1 and 10:1, allowing businesses to reduce their need for additional storage equipment 
and associated tapes and disks. Many businesses are already using the technology. 

 
 

B. Use Data Mining to Establish the Applicable New Use Data Anallytics 

to Help Make Healthcare Green 
 

A good way to use data analytics [19] to help make healthcare green is to use the tried 

and true Six Sigma process. 

 

Six Sigma is a set of techniques and tools for process improvement. There techniques, 
originally developed by Motorola in the 1980s are being used by many industries 
throughout the world. The Six Sigma steps applicable for Green IT and sustainability [15, 
16] are: 

 
 

1. Define 
 

2. Measure  
3. Analyze 
4. Improve 
5. Control 
These five steps are similar to the five step process that IBM has used for several years 

for creating energy efficient “green” data centers: 1) diagnose, 2) manage & measure, 3) use 
energy efficient cooling, 4) virtualized, and 5) build new or upgrade facilities when feasible. 
Details on using the six sigma steps for green IT are given below. 

 
 

 

Volume 7, Issue XI, November/2018 Page No:666 



International Journal of Research ISSN NO:2236-6124 
 

 
1.  Define the Opportunities and Problems (Diagnose) 

 
The step here is to do a data-center energy-efficiency assessment. The assessment 

should include a list of unused IT equipment that can be turned off. In addition, the 
diagnostic phase can help encourage organizations to retire unused software applications 
and focus on adopting more effective software that requires fewer CPU cycles. A typical x86 
server consumes between 30% and 40% of its maximum power when idle. IT organizations 
should turn off servers that don't appear to be performing tasks. If anyone complains, 
organizations should look into whether the little-used application can be virtualized. Check 
with your electric utility. Some utilities offer free energy audits. 

 
2. Measure (“you can’t manage what you can’t measure) 

 
Many hardware products have built-in power management features that are never used. 

Most major vendors have been implementing such features for quite some time. These 
features include the ability of the CPU to optimize power by dynamically switching among 
multiple performance states. The CPU will drop its input voltage and frequency based on 
how many instructions are being run on the chip itself. These types of features can save 
organizations up to 20% on server power consumption. 

 
3.  Analyze IT infrastructure with energy efficient cooling 

 
Many data centers may use hot aisle/cold aisle configurations to improve cooling 

efficiency, but there are also some small adjustments they can make. Simple "blanking 
panels" can be installed in server racks that have empty slots. That's a great way to make 
sure the cold air in the cold aisle doesn't start mixing with the hot air in the hot aisle any 
sooner than it needs to. Organizations should also seal cable cutouts to minimize airflow 
bypasses. Data organizations should consider air handlers and chillers that use efficient 
technologies such as variable frequency drives which adjust how fast the air conditioning 
system's motors run when cooling needs dip. 

 
4.  Improve (virtualized IT devices – use cloud when feasible) 

 
Virtualization continues to be one of the hottest green data center topics. Many current 

server CPU utilization rates typically hover between 5% and 15%. Direct -attached storage 
utilization sits between 20% and 40%, with network storage between 60% and 80%. 
Virtualization can increase hardware utilization by five to 20 times and allows 
organizations to reduce the number of power-consuming servers. Cloud computing is the 
“ultimate” in virtualization and we’ll discuss virtualization and cloud computing in more 
detail later in this paper. 

 
5.  Control (continue to measure and manage and upgrade as necessary) 

 
Going Green is easiest if you are building a new data center. First, you make a 

calculation of your compute requirements for the foreseeable future. Next, you plan a data 
center for modularity in both its IT elements and its power and cooling. Then you use data 
center modeling and thermal assessment tools and software – available from vendors such 
as APC, IBM, HP and Sun – to design the data center. The next step is to procure Green 
from the beginning – which partly means, buy the latest equipment and technologies such 
as blade servers and virtualization. 

 
Once you have the equipment, you integrate it into high density modular compute 

racks, virtualized servers and storage, put in consolidated power supply, choose from a 
range of modern cooling solutions and, finally, run, monitor and manage the data center 
dynamics using sensors that feed real-time compute, power and cooling data into modern 
single-view management software that dynamically allocates resources. 
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CONCLUSIONS 

 
The eventual fate of the Healthcare Industry is a noteworthy concern around the world. 

Accomplishment with healthcare initiatives to decrease cost and enhance administrations will 
be essentially affected by the achievement of healthcare Green IT initiatives. As talked about in 
this paper, data science and big data analytics are fantastic approaches to make healthcare 
green. Those procedures joined with developing innovations, for example, mobile computing 
and cloud computing hold awesome guarantee to diminish costs and altogether enhance 
benefits in the healthcare business. The continued huge utilization of electric vitality for the IT 
foundation used to help the healthcare business has expanded weight on the business to help 
green IT initiatives and general sustainability. Healthcare Green IT productivity enhancements 
must be made in consistence with the extending regulations to secure patient protection [17]. 
There is a consistently developing measure of magnificent data (big data) for the healthcare 
section and the utilization of big data analytics along with data science as a rule, will prompt 
regularly enhancing outcomes. Going ahead, we in IT all have a part in enhancing the viewpoint 
for healthcare by contributing to IT framework electric vitality sustainability, data protection, 
and the continued change in cloud computing for IT cost reduction along with enhanced data 
protection. 
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a b s t r a c t

This study presents a method to obtain power series expansions of toroidal harmonics in terms of radial
and axial distances from the trapping circle. In order to obtain the power series expansion of individual
toroidal harmonics, three-term recurrence relations are derived, which involve toroidal harmonics of
order n� 1, n, nþ 1 and derivative of toroidal harmonic of order n. Using these three-term recurrence
relations a systematic procedure is presented to obtain the power series expansion for a toroidal har-
monic of arbitrary order, up to the desired number of terms. With this procedure, the power series
expansions of toroidal harmonics till order 5 are presented.

Verification of this theory was carried out on an arbitrary toroidal ion trap. The potential and the
trajectory of a singly charged ion of 78 Th obtained by the power series were compared with those
computed using the Boundary Element Method (BEM). The match was found to be very good.

© 2019 Elsevier B.V. All rights reserved.

1. Introduction

Toroidal ion traps are a new class of ion traps described in
Ref. [1]. Toroidal ion traps consist of electrodes which are obtained
by rotating cross-section of point trapping devices such as trun-
cated Quadrupole Ion Trap (QIT) [2] or the Cylindrical Ion trap (CIT)
[3] about an axis not passing through the trapping center.

In these devices, trapping occurs on a circle referred to as the
trapping circle [4,5]. This is in contrast to the QIT and the CIT, in
which trapping occurs at a point. Due to this difference in the
trapping pattern, toroidal ion traps have advantages over QIT, such
as having a larger trapping region and lower space charge effect [4].

Several experimental [1,6e14] and numerical [1,5,11,15e20]
studies have been carried out on toroidal ion trap mass analysers
with a variety of geometries. These geometries fall into three broad
groups: the first group consists of curved electrodes such as hy-
perbolic surfaces or doughnut-shaped surfaces [1,4,6,7,10e13,15];
the second group consists of electrodes with flat cylindrical sur-
faces and annuli [8,15,20]; and the third group consists of planar
electrodes [9,14].

In order to understand the working of toroidal ion traps, an

analytical description of the potential is required. Because the
trapping of ions occurs on a circle and not at a point, the spherical
harmonics that are used to describe the potential in point trapping
devices cannot be used for toroidal ion traps. It is for this reason
that a new approach has been adopted in the literature to describe
the potential using toroidal multipole expansion [16,19]. This
expansion is in terms of toroidal harmonics and the coefficients of
these harmonics are called toroidal multipole coefficients.

A recent study [5] has provided three numerical methods to
evaluate the toroidal multipole coefficients. However, each term of
this expansion is far more complex than the spherical multipole
counterpart of point trapping devices [21]. While the terms of the
spherical harmonic multipole expansion are polynomials, the
toroidal harmonics are not polynomials. The toroidal harmonics
vary in a complicated way in both the radial and axial directions.
Further these harmonics do not provide an easy description of
variation of potential terms of radial and axial distances as provided
by spherical harmonics for point trapping devices.

The power series representation of potential in point trapping
devices, such as the QIT and the CIT, enabled researchers to analyze
potentials [3,21e23] and trapped ion dynamics due to field in-
homogeneities [22,24e32]. The understanding of fields helped in
trap design [3]. In contrast, the toroidal multipole expansion does
not provide a similar description.

With this background, a power series expansion for each
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toroidal harmonic in terms of radial and axial distances from the
trapping circle has been developed. With this, it is possible to
obtain a power series expansion of the potential and fields as a
function of the radial and axial distances from the trapping circle.
The derivation presented here is elegant in that it is shown that the
power series of higher order harmonics are all obtainable from the
lowest order harmonic using three-term recurrence relations. The
theory that has been developed in this paper has been numerically
verified.

This paper has two principal contributions. The first is that it
provides the relationship between toroidal harmonics of different
orders. The second is that it provides a power series in a form that is
particularly convenient for mass spectrometry.

As a caveat it is emphasized that this study is limited to the
derivation of power series for describing potential and field inside
the toroidal ion trap. Although the analysis of performance char-
acteristics of a toroidal trap is not within the scope of the present
study, a brief example of how these power series could be used to
predict nonlinear resonance has been included to give a flavor of
the possible applications of these power series.

Section 2 presents the computational methods used and in
Section 3, the required theory is presented. Finally, the results are
presented in Section 4.

2. Computational methods

2.1. Overview

To give an overview of the contribution of this study, Fig. 1
presents the steps that need to be taken to obtain the power se-
ries. These steps are briefly described below.

Steps 1, 2, and 3 are available in the literature. Step 4 will be
discussed in Section 3, Theory below.

2.2. The boundary element method

The boundary element method is used for computing the po-
tential and field at an arbitrary point. This method has been
described in detail by Tallapragada et al. [35].

2.3. Trajectory computation

The equations of ion motion in the toroidal ion trap presented in
this paper are non-linear coupled ordinary differential equations.
These are difficult to solve analytically. The Runge-Kutta fourth
order method (a numerical method) was used to solve the equa-
tions [37].

2.4. Determination of toroidal multipole coefficients

The potential in an arbitrary toroidal ion trap is modelled using
an infinite series of toroidal harmonics. The coefficients in the se-
ries are called toroidal multipole coefficients. Three different
methods have been reported to compute these multipole co-
efficients in Ref. [5]. In the present study, the SC-BEM method was
used to obtain the toroidal multipole coefficients [5].

In order to compute the multipole coefficients, the trapping
circle needs to be determined. This circle was obtained numerically
by locating points within the trapping region at which field is zero.
This was done using the Newton-Raphson method [36].

2.5. Computation of mathieu parameters

The Mathieu parameters ar and qr, az and qz are required to
compute br and bz [38,39]. These parameters br and bz are useful in

describing regions of non-linearities in the stability plot of a given
toroidal trap [18].

The parameters ar and qr are related to the radial direction ion
motion; az and qz are related to the axial direction ion motion.
These are computed using the following formulae [18].1

ar ¼4eUdcl1

mU2 (1)

qr ¼ � 2eVrfl1

mU2 (2)

az ¼ � ar (3)

qz ¼ � qr; (4)

where Udc is d.c. potential, Vrf is amplitude of r.f. potential and U is
angular frequency of r.f. potential applied to the trap electrodes. The
value of l1 in Eqs. (1) and (2) is given by

Fig. 1. Steps involved in obtaining power series expansion.

1. Solution of the Laplace equation: Given any toroidal trap geometry, a Laplace
equation solver is used to compute potential and field within the trap with a
given set of applied potentials. This solver could use the Finite Difference
Method (FDM) eg. SIMION [33], the Finite Element Method (FEM) eg. ANSYS
[34], or the Boundary Element Method (BEM) [23,35]. In the present study, a
BEM package developed in-house has been used.

2. Determination of the trapping circle: Having the ability to compute the field, the
next step is to find where the field is zero. This is done numerically. In the
present study a two-dimensional Newton-Raphson method [36] is used. The
circle perpendicular to the axis of rotational symmetry of the toroidal ion trap,
and passing through the zero-field point, is called the trapping circle and is used
as the reference circle for the toroidal multipole expansion [5].

3. Determination of themultipole expansion: The next step is to obtain the toroidal
multipole expansion. This can be obtained using any one of the methods out-
lined in Ref. [5].

4. Determination of the power series expansion: This is the main contribution of
the present study. Given the multipole expansion it provides a power series
expansion of the potential in terms of radial and axial distances from the
trapping circle.

1 The details of derivation of these parameters are discussed Ref. [5].
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l1 ¼
3p

16a2
ffiffiffi
2

p
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
ð2a0 � a2Þ2 þ b22

q
; (5)

where a is radius of the trapping circle; a0, a2 and b2 are the
toroidal multipole coefficients [5].

3. Theory

This section presents the theory developed to express the po-
tential within the toroidal ion trap in the form of power series. This
will be used to derive equations of ion motion in toroidal ion trap.

Since this section is lengthy, it has been divided into several
subsections. These include 3.1 Toroidal harmonics, 3.2 Three-term
recurrence relations for toroidal harmonics, 3.3 Power series
expansion for the lowest order toroidal harmonic T0, and 3.4 Power
series expansion of toroidal harmonics T1 through T5 and U1
through U5. Finally, Power series expansion for describing the po-
tential inside a toroidal ion trap and Equations of ion motion in the
toroidal ion trap will be presented in Sections 3.5 and 3.6,
respectively.

3.1. Toroidal harmonics

A schematic view of the toroidal coordinate system [40] is
shown in Fig. 2. An arbitrary point in the toroidal coordinate system
is denoted by Pðs;t;4Þ. The reference circle2 of radius a, shown in
the radial plane of this figure, is the focal circle. The line passing
through the origin and the projection of point P on the radial plane
intersects the focal circle at two different points F1 and F2. The
longest distance PF1 from P is defined to be d1 and the shortest
distance PF2 from P is defined as d2. The parameter t is defined as
log
�
d1
d2

�
, and s is defined by the angle between PF1 and PF2. The

angle 4 is defined to be the angle subtended with the x-axis by the
line joining the origin and the projection of P in the radial plane.
The distance of the projection of P on the radial plane from the

origin is denoted by r and is given by r ¼
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
x2 þ y2

p
. It is to be noted

that in the mass spectrometry literature what is denoted r here is
denoted by r. We used r in all geometry diagrams, however to be
consistent with mathematical text books [40,41] we use r in our
derivations and reserve the symbol r for the distance from the
origin. The toroidal coordinates and Cartesian coordinates are
related by x ¼ a sinh t

cosh t�cos s
cos 4, y ¼ a sinh t

cosh t�cos s
sin4,

z ¼ a sin s
cosh t�cos s

and r ¼ a sinh t
cosh t�cos s

[40].
As mentioned earlier, the trapping of ions in toroidal traps oc-

curs on a circle. This circle is considered as the focal circle for the
toroidal coordinate system. Usually this circle lies on the radial
plane. However, for some geometries, it may have an offset zc from
the radial plane. In such cases, the coordinate systemwill be shifted
in the z-direction by zc so that the offset will be zero; that is, in the
shifted system, the variable z will be changed to z� zc. For
simplicity, zc was suppressed in some of our derivations. However,
in the final result z has been replaced by z� zc.

In the toroidal coordinate system, the following relations can be
derived with the help of the diagram shown in Fig. 2

d1 ¼
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
ðrþ aÞ2 þ ðz� zcÞ2

q
(6)

d2 ¼
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
ðr� aÞ2 þ ðz� zcÞ2

q
(7)

cos s¼ d21 þ d22 � 4a2

2d1d2
(8)

sin s¼2aðz� zcÞ
d1d2

(9)

where a is radius of the trapping circle and zc is height of the
trapping circle from the radial plane.

The governing equation for the potential in toroidal ion trap is
the Laplace equation V2J ¼ 0. In toroidal coordinate system this
equation is given by Refs. [40,41]

sinh t
v

vs

�
1

cosh t� cos s
vJ
vs

�
þ v

vt

�
sinh t

cosh t� cos s
vJ
vt

�

þ 1
sinh tðcosh t� cos sÞ

v2J
v42 ¼0

(10)

For toroidal ion traps, the potential J is axially symmetric, that
is it is independent of 4. Separable solutions of the axially sym-
metric Laplace equation that are suitable for toroidal traps are given
by Refs. [40,41]

Tnðs; tÞ¼
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
cosh t� cos s

p
cosðnsÞQn�1

2
ðcosh tÞ (11)

Unðs; tÞ¼
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
cosh t� cos s

p
sinðnsÞQn�1

2
ðcosh tÞ (12)

where n is a non negative integer and Qn�1
2
ðcosh tÞ is associated

Legendre function. These functions, Tn and Un, are called the
toroidal harmonics [16,19].

The potential in an arbitrary toroidal ion trap mass analyser can
be described as linear combination of toroidal harmonics as
follows:

J¼ a0T0 þ
X
n¼1

∞
½anTn þ bnUn� (13)

where an and bn are the toroidal multipole coefficients [19].

Fig. 2. Toroidal coordinates system. Pðx; y; zÞ is an arbitrary point in the Cartesian
coordinate system. O is the origin and, the projection of P in the radial plane is denoted
by N [5].

2 In the context of toroidal ion traps the trapping circle is used as the reference
circle.
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3.2. Three-term recurrence relations for toroidal harmonics

A method to obtain the power series expansion of arbitrary
toroidal harmonics is presented here.

It is observed that if W is an axially symmetric solution to the
Laplace equation then vW

vz and
�
r v
vrþz v

vz

�
W are also axially sym-

metric solutions to the Laplace equation. A brief discussion on how
these observations are obtained is given in Appendix A.1. This was
used as a means for generating new solutions from existing solu-
tions. Each toroidal harmonic is a solution to the axially symmetric
Laplace equation; on applying the operators v

vz and
�
r v
vrþz v

vz

�
on it,

these also have to be solutions, and they should be some linear
combination of toroidal harmonics.

Using the above properties the following novel relations are
obtained. An outline of derivations of these relations is presented in
Appendix A. These relations will be used to obtain the expansions
of all higher order harmonics from the expansion of simplest har-
monic T0.

vT0
vz

¼ � 1
2a

U1 (14)

�
r
v

vr
þ z

v

vz

�
T0 ¼ � 1

2
ðT0 þ T1Þ (15)

�
r
v

vr
þ z

v

vz

�
Tn ¼

n� 1
2

2
Tn�1 �

Tn
2

� nþ 1
2

2
Tnþ1 (16)

�
r
v

vr
þ z

v

vz

�
Un ¼

n� 1
2

2
Un�1 �

Un

2
� nþ 1

2
2

Unþ1 (17)

where Tn and Un are toroidal harmonics of order n. It should be
noted that these quantities (T0, Tn and Un) denote the toroidal
harmonics and not just specific parts such as the Legendre
functions.

Fig. 3 shows the trapping circle for an arbitrary trap without
showing the trap electrodes. In this diagram, a indicates radius of
the trapping circle, zc is the trapping height from the radial plane

and P is an arbitrary point in the trapping region. Also, the radial
and axial distances of P from the trapping circle are indicated by r�
a and z� zc. In terms of these distances, the variation of the field in
the toroidal trap is not well understood. A simple power series
expansion of potential in terms of these distances will give a better
understanding of the fields. The power series expansion of poten-
tial is obtained by substitution of the power series of individual
toroidal harmonics in the multipole expansion. The power series
expansions of toroidal harmonics are computed in terms of these
distances. In order to obtain the power series of the toroidal har-
monics in convenient form, normalized distances from the trapping
center as defined by

u¼ r� a
2a

; (18)

v¼ z� zc
2a

; (19)

were used.
The axially symmetric Laplace equation in terms of variables u

and v for axially symmetric problems is given by

vj

vu
þu

 
v2j

vu2
þ v2j

vv2

!
þ1
2

 
v2j

vu2
þ v2j

vv2

!
¼0 (20)

The derivative operators v
vz and r v

vr þ z v
vz with normalized dis-

tances take the following form:

v

vz
¼ 1
2a

v

vv
(21)

r
v

vr
þ z

v

vz
¼ 1

2
v

vu
þ u

v

vu
þ v

v

vv
(22)

Using these relations, the equations from Eqs. (14)e(17) will
take the following from:

vT0
vv

¼ � U1 (23)

�
1
2

v

vu
þu

v

vu
þ v

v

vv

�
T0 ¼ � 1

2
ðT0 þ T1Þ (24)

�
1
2

v

vu
þu

v

vu
þ v

v

vv

�
Tn ¼

n� 1
2

2
Tn�1 �

Tn
2

� nþ 1
2

2
Tnþ1 (25)

�
1
2

v

vu
þu

v

vu
þ v

v

vv

�
Un ¼

n� 1
2

2
Un�1 �

Un

2
� nþ 1

2
2

Unþ1 (26)

For easy referencing, Eq. (23) is called as “ U1 Eq”, Eq. (24) is
called as “ T1 Eq”, Eq. (25) is called as “ Tn Eq” and Eq. (26) is called
as “ Un Eq”.

Using Eqs (23)e(26), it is possible to obtain the power series for
all toroidal harmonics starting with the power series for T0.

3.3. Power series expansion for the lowest order toroidal harmonic
T0

The toroidal harmonic T0 ¼
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
cosht� coss

p
Q�1

2
ðcoshtÞ can be

written in terms of the complete elliptic integral of the first kind
[5,42]. The simplification of T0 in terms of the elliptic integral takes

the form T0 ¼
ffiffiffi
2

p
2a
d1
K
�
d2
d1

�
[5,42]. The expressions for d1 and d2

can be simplified in terms of normalized distances to obtain

Fig. 3. Depiction of the radial distance r� a and axial distance z� zc of an arbitrary
point P from the trapping center. These distances are normalized as u ¼ r�a

2a and v ¼ z�zc
2a

to obtain the power series of toroidal harmonics in a convenient form.
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d1 ¼
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
1þ 2uþ u2 þ v2

p
and d2 ¼

ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
u2 þ v2

p
. Using these expres-

sions, T0 is further simplified to

T0 ¼
ffiffiffi
2

p 1ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
1þ 2uþ u2 þ v2

p K

0
@

ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
u2 þ v2

1þ 2uþ u2 þ v2

s 1
A (27)

The power series expansion of the complete elliptic integral of
first kind, KðkÞ, is known [42]. In principle, it is possible to obtain
the power series of T0 bymultiplying the power series of the elliptic
integral with the power series expansion of the radical.

However, a more efficient method has been developed in this
study to compute the power series of T0. In this method, the power
series is obtained using recurrence relations between its
coefficients.

Let the power series of a solution of the axially symmetric
Laplace equation be

jðu; vÞ¼
X
m¼0

∞ X
n¼0

∞
Cm;numvn: (28)

Substituting jðu; vÞ from Eq. (28) in Eq. (20) and equating co-
efficients of umvn to zero will give the following recurrence
relations.

C2;n ¼ �ðnþ 1Þðnþ 2Þ
2

C0;nþ2 � C1;n (29)

Cm�1;nþ2þ
1
2
Cm;nþ2¼ � ðmþ1Þ2

ðnþ1Þðnþ2Þ
�
Cmþ1;nþ

mþ2
2ðmþ1ÞCmþ2;n

�
;

form > 2

(30)

These recurrence relations for the coefficients of the power se-
ries are valid not only for T0, but also for any other toroidal
harmonic.

In order to obtain the power series for T0, its C0;n and C1;n values
are required for n ¼ 0;1;2;…. To obtain the C0;n values we note that

T0ð0; vÞ¼
ffiffiffi
2

p ðp2
0

1ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
1þ v2 sin2 q

q dq¼
X
n¼0

∞
C0;nv

n

Expanding the integrand using the binomial theorem and
integrating individual terms yields

C0;n ¼

8>>>>>><
>>>>>>:

pffiffiffi
2

p

0
BBB@

�1
2

n
2

1
CCCA 1

2
3
4
…

n� 1
n

for n even

0 for n odd

(31)

Similarly, the values of C1;n can be obtained as

vT0ðu; vÞ
vu

����
u¼0

¼ �
ffiffiffi
2

p ðp2
0

1�
1þ v2cos2q

	3
2

dq¼
X
n¼0

∞
C1;nv

n

Expanding the integrand using the binomial theorem and
integrating individual terms yields

C1;n ¼

8>>>>>><
>>>>>>:

� pffiffiffi
2

p

0
BBB@

�3
2

n
2

1
CCCA 1

2
3
4
…

n� 1
n

for n even

0 for n odd

(32)

It is to be noted that from Eq. (31) and Eq. (32) the relation
C1;n ¼ �ðnþ1ÞC0;n holds. Using this relation C1;n can be computed
from C0;n.

Once C0;n and C1;n are known C2;n can be computed using
recurrence relation given in Eq. (29). C0;n, C1;n and C2;n are used as
the starting values in the recurrence relation Eq. (30) to obtain Cm;n.
Thus the power series of T0 can be obtained as:

T0 ¼
pffiffiffi
2

p
�
1�uþ5

4
u2�1

4
v2�7

4
u3þ3

4
uv2þ169

64
u4�51

32
u2v2þ 9

64
v4

�269
64

u5þ95
32

u3v2�45
64

uv4þ…

�
(33)

3.4. Power series expansion of toroidal harmonics T1 through T5
and U1 through U5

From “ T1 Eq” shown in Eq. (24), T1 ¼ � T0 � 2

1
2

v
vu þ u v

vu þ
v v
vv

�
T0. A substitution of the T0 series in this gives T1 series as

follows:

T1 ¼
pffiffiffi
2

p
�
1
2
u�u2þ1

2
v2þ27

16
u3�33

16
uv2�11

4
u4þ87

16
u2v2� 9

16
v4

þ575
128

u5�755
64

u3v2þ435
128

uv4þ…

�
(34)

From the expansions of T0 and T1, the series of T2 onwards can
be obtained using “ Tn Eq” shown in Eq. (25). The expansion of Tnþ1
is obtained from the series of Tn and Tn�1. Thus, the expansions of
T2, T3, T4 and T5 are given as follows:

T2 ¼ pffiffiffi
2

p
�
3
8
u2 � 3

8
v2 � 9

8
u3 þ 21

8
uv2 þ 77

32
u4 � 153

16
u2v2 þ 37

32
v4

�145
32

u5 þ 415
16

u3v2 � 285
32

uv4 þ…

�
(35)

T3 ¼
pffiffiffi
2

p
�
5
16

u3 �15
16

uv2 �5
4
u4 þ105

16
u2v2 �15

16
v4 þ835

256
u5

�3295
128

u3v2 þ2655
256

uv4 þ…

� (36)

T4 ¼
pffiffiffi
2

p
�
35
128

u4 �105
64

u2v2 þ 35
128

v4 �175
128

u5

þ805
64

u3v2 �735
128

uv4 þ…

� (37)

T5 ¼
pffiffiffi
2

p
�
63
256

u5 �315
128

u3v2 þ315
256

uv4 þ…

�
(38)

It is to be noted that while Eq. (13) does not include U0 term it
can be formally considered to be zero as can be seen by substitution
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of n ¼ 0 in Eq. (12) gives U0 ¼ 0.
The series of U1 is obtained using “ U1 Eq” given in Eq. (23). In

this relation the series of T0 shown in Eq. (33) is substituted to
obtain the following:

U1 ¼ pffiffiffi
2

p
�
1
2
v� 3

2
uvþ 51

16
u2v� 9

16
v3 � 95

16
u3vþ 45

16
uv3

þ1335
128

u4v� 555
64

u2v3 þ 75
128

v5 þ…

� (39)

From the expressions of U0 and U1, now the series of U2 onwards

can be obtained using “ Un Eq” shown in Eq. (26). The expansion of
Unþ1 is obtained from the series of Un and Un�1. Thus, the expan-
sions of U2, U3, U4 and U5 are given as follows:

U2 ¼
pffiffiffi
2

p
�
3
4
uv�3u2vþ3

4
v3 þ125

16
u3v� 85

16
uv3 � 135

8
u4v

þ 335
16

u2v3 �25
16

v5 þ…

� (40)

U3 ¼
pffiffiffi
2

p
�
15
16

u2v� 5
16

v3 �75
16

u3vþ65
16

uv3 þ3705
256

u4v

� 2945
128

u2v3 þ485
256

v5 þ…

� (41)

U4 ¼
pffiffiffi
2

p
�
35
32

u3v�35
32

uv3 �105
16

u4vþ385
32

u2v3 �35
32

v5 þ…

�
(42)

U5 ¼
pffiffiffi
2

p
�
315
256

u4v�315
128

u2v3 þ 63
256

v5 þ…

�
(43)

Thus the series of every toroidal harmonic can be obtained from
the series T0 and the relations given in Eqs (23)e(26). In order to
obtain the expansion of T1 from T0, “ T1 Eq” is used. Once the
expansion of T1 is acquired, the expansion of T2 can be obtained
using “ Tn Eq”. Proceeding this way, the expansion of Tn can be
obtained using “ Tn Eq” from the expansions of Tn�2 and Tn�1. The
expansion of U1 can be obtained from the expansion of T0 using “U1
Eq”. The expansion of U2 can be obtained from U0 ¼ 0 and
expansion of U1 using “ Un Eq”. In this way, the expansion of Un can
be obtained using “ Un Eq” from the expansions of Un�2 and Un�1.
Thus, the expansions of all harmonics can be obtained using
expansion of T0 alone.

Using the arbitrary precision facility provided by the Java plat-
form, a program was developed for obtaining the power series
expansions for any toroidal harmonic (Tn or Un) up to the desired
number of terms.

The expansions presented in this paper were also verified with
Mathematica till the fourth degree for T0, T1, T2, T3, T4, U1, U2, U3,
and U4.

It was observed that the leading degree terms (lowest degree
terms) in the power series expansions of Tn and Un are real and
imaginary parts of pffiffiffi

2
p 1

2
3
4

5
6…

2n�1
2n ðuþ ivÞn respectively.

3.5. Power series expansion for describing the potential inside a
toroidal ion trap

The power series expansion of the potentialJ shown in Eq. (13)
for an arbitrary toroidal trap is presented in this section. It is ob-
tained from the power series of toroidal harmonics Tn and Un in
that equation.

SinceJ in Eq. (13) is a linear combination of toroidal harmonics
and each of the individual toroidal harmonics can be expressed as a
power series, J too can be expressed as power series. J can be
expressed as

where aij ’s are given by a00 ¼ pffiffiffi
2

p a0, a10 ¼ pffiffiffi
2

p �2a0þa1
2 , a01 ¼ pffiffiffi

2
p b1

2 ,
a20 ¼ pffiffiffi

2
p 10a0�8a1þ3a2

8 , a11 ¼ pffiffiffi
2

p 3
4b2, a02 ¼ � a20, … a13 ¼ pffiffiffi

2
p 5

32 ð�
34b2 þ 26b3 � 7b4Þ, …

3.6. Equations of ion motion in the toroidal ion trap

The equations of ion motion in an arbitrary toroidal ion trap is
derived using fourth degree polynomial approximation to the po-
tential as discussed in Section 3.5.

The time-varying potential in the toroidal ion trap is given in
terms of J shown in Eq. (44), by:

Fðr;4; z; tÞ¼
�
Udc þVrf cosðUtÞ


Jðr;4; zÞ (45)

where Udc is the d.c. potential, Vrf is the r.f. potential and U is
angular frequency of the r.f. drive.

The time-varying electric field along the r-direction is vFðr;4;z;tÞ
vr

and it is given by:

Er ¼ 1
2a

�
Udc þ Vrf cosðUtÞ

�
2a20uþ a11vþ 3a30u

2 þ 2a21uv

þa12v
2 þ 4a40u

3 þ 3a31u
2vþ 2a22uv

2 þ a13v
3
i

(46)

Once Er is obtained the x-direction field can be obtained using
Ex ¼ Er cos 4 and the y-direction field using Ey ¼ Er sin 4, where 4

is the angle between the x-axis and the line ON as shown in Fig. 2.
Similarly the z-direction field is vFðr;4;z;tÞ

vz and it is given by:

Ez ¼ 1
2a

�
Udc þ Vrf cosðUtÞ

�
a11uþ 2a02vþ a21u

2 þ 2a12uv

þ3a03v
2 þ a31u

3 þ 2a22u
2vþ 3a13uv

2 þ 4a04v
3
i

(47)

Thus the equations of ion motion in the Cartesian coordinate
system are given by:

m
d2x
dt2

¼ � eEx (48)

Jðr;4; zÞ ¼ a00 þ a10uþ a01vþ a20u
2 þ a11uvþ a02v

2 þ a30u
3 þ a21u

2v

þa12uv
2 þ a03v

3 þ a40u
4 þ a31u

3vþ a22u
2v2 þ a13uv

3 þ a04v
4 þ…

(44)
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m
d2y
dt2

¼ � eEy (49)

m
d2z
dt2

¼ � eEz (50)

where m is mass of the ion and e is charge of the ion.

4. Results and discussions

In this section, the verification of the theory developed in this
paper will be carried out using an arbitrary toroidal ion trap ge-
ometry. Two simulations will be presented. First of these is the
potential within the trapping region predicted by the power series.
Second is the trajectory of an ion inside the trap. Both these sim-
ulations will be compared with corresponding results obtained
using the BEM.

4.1. Geometry and geometry parameters of the trap considered for
verification

The geometry considered is CircRodTorTrap30 [5].3 Schematic
view of this trap is shown in Fig. 4. Fig. 4(a) shows the three
dimensional view of the trap. Its cross-section in the rz-plane is
shown in Fig. 4(b). This trap is made up of four electrodes of
different diameters. This geometry was formed such that the line
joining the centers of ring electrodes on the rz-plane subtends 30+

with the radial plane and the line joining the centers of endcap
electrodes is perpendicular to the line joining the centers of ring
electrodes. In this diagram the label R0 refers to the distance from
the origin to the mid-point between ring electrodes on the r-axis, b
indicates half-distance between the centers of the ring electrodes,
and d is diameter of the rods. The values of R0, b and d are taken to
be 40 mm, 20 mm, and 20 mm respectively.

CircRodTorTrap30 was chosen for verification on account of its
lack of top-bottom symmetry.

4.2. Coefficients of the power series

To obtain potentials within the trap using the power series
developed in this study, it is necessary to first evaluate the

coefficients, aij, of the power series. This section presents the values
of these coefficients which have been obtained for
CircRodTorTrap30.

To compute the values of aij, the trapping point ða; zcÞ in the
rz-plane and its toroidal multipole coefficients are required. These
are computed using the method outlined in Section 2.4.

The radius of its trapping circle, a, was computed as
39.544313 mm and the trapping height from the radial plane, zc,
was computed to be �0.00329 mm. The non zero value of zc is due
to the stronger effect of the outer ring electrode on the trapping
potential than the inner ring [5].

Having obtained the trapping circle, the toroidal multipole co-
efficients are next computed. This was done by the method out-
lined in Section 2.4. The values computed for the coefficients a0, a1,
a2, a3, a4, b2, b3, and b4 are given in Table 1.

Once the multipole coefficients have been computed these can
be used for obtaining the values of the coefficients of the power
series. The computed values for a20 , a11, a30, a21, a12, a03, a40, a31,
a22, a13, and a04are given in Table 2.

4.3. Comparison of potential obtained using the power series with
those obtained using the BEM

In this section potential obtained from the power series will be
compared with the potential computed using the BEM. This is done
along the radial axis for CircRodTorTrap30 shown in Fig. 4.

Fig. 5(a) compares the potential obtained using power series
with the potential computed using the BEM. In this plot on x-axis
radial distance and on y-axis potential are shown. The potential
computed using the BEM is plotted as a black continuous line. The
potential obtained from the power series (Eq. (44)) with quadratic,
cubic, fourth order and fifth order terms have also been plotted
using dots. Since the curves overlap, the errors are plotted in
Fig. 5(b).

Fig. 5(b) compares the error in the potential due to power series
approximation in CircRodTorTrap30. In this plot, x-axis indicates
radial distance. y-axis plots the error in potential. This error refers
to the difference between the potential computed using the BEM
and the potential obtained from the power series (Eq. (44)). The
error due to quadratic, cubic, fourth order and fifth order power
series approximation are shown. It can be seen from the figure that
the error due to quadratic approximation is small in the range
37 mm and 42 mm, and it is only outside this range the magnitude
of the error starts growing. The error due to cubic, fourth order and
fifth order approximation are small in the wider range 35 mm and
45 mm.

In summary, the power series provides good approximation to

Fig. 4. Schematic view of CircRodTorTrap30. (a) Three dimensional view and (b) cross section in rz-plane [5].

3 There was an error in reporting the dimensions of the trap shown in Fig. 4
(CircRodTorTrap30) in Ref. [5].The dimensions that were actually used in those
simulations are those that are used in the present study.

A.N. Kotana, A.K. Mohanty / International Journal of Mass Spectrometry 448 (2020) 116261 7



the potential inside the trap.

4.4. Comparison of trajectory obtained using the power series with
those obtained using the BEM

In this section trajectory obtained from the power series is
compared with the trajectory computed using the BEM.

In the computations of trajectory, the frequency of the r.f. drive
is taken as 1 MHz. The r.f. potential was taken to be 805.2953 V0�p,
corresponding to a qz value which was fixed at 0.5 (see Section 2.5).
The d.c. potential was kept at zero. The mass to charge ratio of the
ion is considered as 78 Th. The step size used in the numerical
computation of the trajectory is 10 ns. The comparison of the tra-
jectories was done for 0.1 m s. Initially, the ion was kept on the
trapping circle in the xz-plane with velocity in the x-direction as
500m s�1, and in the z-direction as 500m s�1. The initial velocity in
the y-directionwas kept at 0m s�1, by choice, to restrict the motion
to the xz-plane only.

Fig. 6 compares the trajectories obtained by the BEM with those
obtained by the power series. The trajectories obtained from the
power series are the numerical solutions of the differential equa-
tions Eqs. (48)e(50). Also, errors in the trajectories are shown in the
same figure. In these figures, time is shown on the x-axis and
amplitude on the y-axis.

Fig. 6(a) and (b) compare the amplitudes of ion motion in the x
and z direction respectively. It can be seen from the figure that the
match between the BEM trajectory and the power series trajectory
is good.

Fig. 6(c) and (d) are error plots for the x and z direction ampli-
tudes, respectively. For the x-direction, the error is initially 0 mm
and it grows with time. Finally, it reaches its maximum
0.00028 mm around 0.98 m s. For the y-direction, the error is
initially 0 mm and it grows with time. Finally, it reaches its
maximum 0.000125 mm around 0.095 m s. However, these errors
are small in comparison with the amplitude of ion motion.

In summary the power series provides a good approximation for
computing trajectories inside toroidal ion trap.

In this study a comparison of potential and ion trajectory ob-
tained from power series with the BEM simulations has been car-
ried out for one toroidal trap. However, several other geometries
have also been tested. In these geometries too the potential and
trajectory predicted by power series have been compared with
those obtained from the BEM. These geometries include one
studied by Church [7], two studied by Lammert et al. [1], and one by
Taylor and Austin [8]. Additionally, a random geometry proposed in
Ref. [5] has also been investigated. In all these five geometries the
prediction of the power series for the potential and trajectory had a
goodmatch with that obtained by the BEM. The results of these five
geometries are not included in this paper for the sake of brevity.

4.5. Use of power series for predicting trap performance: nonlinear
resonance at qz ¼ 0:78 in CircRodTorTrap0

Multipole expansions have been used in point trapping devices
to provided insight into different aspects of trap performance.
These have been briefly alluded to in the Introduction. With the
successful implementation of power series for describing potential
in toroidal ion traps as presented in this paper, in these traps too the
power series can be used to provide useful insight into the dy-
namics of ions. As an example, the nonlinear resonance at qz ¼ 0:78
[20] in CircRodTorTrap0 (Fig. 7) [5] has been taken up for
investigation.

Three dimensional view of CircRodTorTrap0 is shown in
Fig. 7(a). Cross-sectional view in rz-plane with trap parameters is
shown in Fig. 7(b). The values of parameters R0, d and b are taken to

Table 1
Toroidal multipole coefficients for the trap CircRodTorTrap30.

a0 a1 a2 a3 a4 b2 b3 b4

�0.000721 �0.001442 18.592466 53.108670 91.386469 32.216382 91.642007 179.554871

Table 2
Values of aij for trap CircRodTorTrap30. All values are dimensionless.

aij j ¼ 0 j ¼ 1 j ¼ 2 j ¼ 3 j ¼ 4

i ¼ 0 �0.001602 0 �15.489479 �9.942817 �7.336626
i ¼ 1 0 53.675106 �2.180838 10.569577
i ¼ 2 15.489479 �23.846654 46.200596
i ¼ 3 �9.599373 41.111596
i ¼ 4 7.425907

Fig. 5. (a) Comparison of potential obtained from power series with the BEM in radial
direction and (b) error in radial direction potential due to power series approximation.
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be 40 mm, 20 mm, and 20 mm respectively.
In order to check if the theory developed in this paper is capable

of predicting the qz ¼ 0:78 nonlinear resonance, the following
method is used. Using the toroidal multipoles, the coefficients in
the power series are first determined. If the coefficients have
nonzero cubic terms then the trap will have nonlinear resonance at
qz ¼ 0:78. Next the applied potentials are computed using the
quadratic term to ensure qz ¼ 0:78 (see Section 2.5). Using this
potential and the computed coefficients the trajectory of ion mo-
tion are computed. These trajectories are compared with the

trajectories obtained using the BEM under the same conditions.
When both trajectories display unstablemotion it can be concluded
that the power series developed in this paper is capable of pre-
dicting nonlinear resonance at qz ¼ 0:78.

In the computation of trajectory, the frequency of the r.f. drive is
taken as 1 MHz. The mass to charge ratio of the ion is taken to be 78
Th. The r.f. potential was computed to be 1256.2389 V0�p, corre-
sponding to qz ¼ 0:78 (see Section 2.5). The d.c. potential was kept
at zero. The step size used in the numerical computation of the
trajectory is 10 ns. The comparison of the trajectory was done for

Fig. 6. Comparison of ion trajectories obtained using the BEM simulations (BEM) and power series (Approximate) for CircRodTorTrap30. (a) x-direction trajectory, (c) error in x-
direction trajectory, (b) z-direction trajectory and (d) error in z-direction trajectory.

Fig. 7. Schematic view of CircRodTorTrap0. (a) Three dimensional view and (b) cross section in rz-plane [5].
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40 ms. The initial position of ion is 1 mm away from the trapping
circle along the radial direction and velocity is taken to be zero.

Fig. 8 compares radial direction trajectory obtained by the BEM
with that obtained by the power series. Also, error in the trajectory
is shown in the same figure. In this figure, time is shown on the x-
axis and amplitude on the y-axis.

Fig. 8(a) shows comparison of amplitude in the radial motion of
the ion. The match between approximate solution obtained using
power series and the BEM solution is seen to be good. Also, it can be
seen that the amplitude of ion motion growswith time. The growth
in amplitude of ion motion is captured very well by the power
series too.

Fig. 8(b) shows error in the amplitude of ion motion in radial
direction. It can be seen from the figure that although the error
grows with time, it is still small in comparison to the amplitude of
ion motion.

5. Concluding remarks

In this paper, a power series expansion for toroidal harmonics in
terms of the radial and axial distances from the trapping circle has
been developed. In order to obtain the power series expansion of
the individual toroidal harmonics, three-term recurrence relations
involving toroidal harmonics of order n� 1, n, nþ 1 and derivative
of toroidal harmonic of order n were obtained. Using these three-
term recurrence relations a systematic procedure (in Section 3.4)
to obtain the power series of any toroidal harmonic Tn or Un from
the expansion of the lowest harmonic T0 was presented. This pro-
cedure was implemented in the Java platform to obtain expansions
of a toroidal harmonic of arbitrary order up to the desired number
of terms in the expansion.

To verify the theory developed in this paper, a comparison of
potential and ion trajectory obtained from power series with the
BEM simulations has been made for one toroidal trap. The agree-
ment between the two is seen to be very good.

Although not discussed here, the three-term recurrence re-
lations derived for toroidal harmonics in this paper are equally valid
for toroidal harmonics which have a singularity on the reference
circle. The mathematical expressions for such harmonics are ob-
tained by replacing Qn�1

2
ðcoshtÞ with Pn�1

2
ðcoshtÞ in Eqs. (11) and

(12). Such harmonics are used in modelling of fields due to mag-
netic coils [43] and gravitational fields [44].

Finally, the utility of power series to predict trap performance
has been demonstrated by the study of the qz ¼ 0:78 nonlinear
resonance. In a similar way, the power series could also be used to
study ion dynamics in the vicinity of the trapping circle of toroidal
ion traps.
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Appendix A. Recurrence relations for the toroidal harmonics

Appendix A.1. Generation of new solutions from existing ones for
the axially symmetric Laplace equation

Two ways of creating new axially symmetric solutions of the
Laplace equation from an existing axially symmetric solution are
presented here.

It is to be noted that the potential Wðr; zÞ in the cylindrical co-
ordinate system due to an axially symmetric ion trap satisfies the
Laplace equation as given below:

v2W
vr2

þ1
r

vW
vr

þ v2W
vz2

¼ 0 (A.1)

If Wðr; zÞ is a solution of A.1 then Wðr; zþhÞ will also be a so-
lution for any constant h. The linear combination Wðr;zþhÞ�Wðr;zÞ

h is
also a solution to A.1. As h approaches zero, this quantity ap-
proaches vW

vz , which is a new a solution to A.1. Thus it is possible to
create a new solution of the axially symmetric Laplace equation
(A.1) by simple partial differentiation with respect to z.

It can be shown easily that if Wðr; zÞ is a solution to axially
symmetric Laplace equation given in A.1, then Wðkr; kzÞ is also
solution for constant values of k. Also, the linear combination
Wðkr;kzÞ�Wðr;zÞ

k�1 is solution. In this considering k ¼ 1þ ε (ε is very
small number) and taking the limit as ε approaches zero, this is also
solution to axially symmetric Laplace equation and is given by
r vW

vr þ z vW
vz . From this, it can be concluded that the application of

r v
vr þ z v

vz to an existing solution of axially symmetric Laplace
equation gives newer solutions.

To summarize, both the v
vz operator and the r v

vr þ z v
vz operator

create new axially symmetric solutions of Laplace equation from an
existing axially symmetric solutions.

Fig. 8. Comparison of ion trajectories obtained using the BEM simulations (BEM) and power series (Approximate) for CircRodTorTrap0. (a) Radial motion and (b) error in radial
motion.
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Appendix A.2. Recurrence relations

Since each toroidal harmonic is a solution to the axially sym-
metric solution Laplace equation, by applying the operators v

vz or�
r v
vrþz v

vz

�
a new axially symmetric solution to the Laplace equa-

tion is obtained. This new solution is a linear combination of the
toroidal harmonics. It turns out that each new solution is
expressible as a linear combination of no more than three toroidal
harmonics.

Using the steps which are presented in the Supplementary
Material, the following novel recurrence relations are obtained.

vT0
vz

¼ � 1
2a

U1 (A.2)

�
r
v

vr
þ z

v

vz

�
T0 ¼ � 1

2
ðT0 þ T1Þ (A.3)

vTn
vz

¼ � n� 1
2

2a
Un�1 þ

n
a
Un �

nþ 1
2

2a
Unþ1 (A.4)

�
r
v

vr
þ z

v

vz

�
Tn ¼

n� 1
2

2
Tn�1 �

Tn
2

� nþ 1
2

2
Tnþ1 (A.5)

vUn

vz
¼n� 1

2
2a

Tn�1 �
n
a
Tn þ

nþ 1
2

2a
Tnþ1 (A.6)

�
r
v

vr
þ z

v

vz

�
Un ¼

n� 1
2

2
Un�1 �

Un

2
� nþ 1

2
2

Unþ1 (A.7)
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ABSTRACT 

One of the important points of the 20-point economic programme is liquidation of rural 
indebtedness by stage and provides institutional credit to farmers, artisans and small 
entrepreneurs in rural areas. The Narasimhan Committee conceptualised the creation of Regional 
Rural Banks in 1975 as a new set of regionally oriented rural banks, which would combine the 
local feel and familiarity of rural problems with the professionalism and large resource base of 
commercial banks. Subsequently, the Regional Rural Banks were set up through the 
promulgation of Regional Rural Bank Act of 1975. Saptagiri Grameena Bank was started 
functioning from 01-07-2006. The bank was established with the amalgamation of Shri 
Venkateswara Grameena Bank operating in Chittoor district and Kanakadurga Grameena Bank 
operating in Krishna district of Andhra Pradesh sponsored by Indian Bank. Over the years, the 
Saptagiri Grameena Bank, which are often viewed as the poor man’s bank, have taken deep roots 
and have become a sort of inspirable part of rural credit structure. State and central government 
implementing of various rural and SMSE development programmes. Saptagiri Grameena Bank 
was promoting for the betterment of farm sector, rural artisans and small-scale industries.The 
analysis in this study clearly exhibits that there is an improvement in the economic conditions of 
the marginal farmers, small farmers and agricultural laborers mainly because of the financial 
assistance extended by Saptagiri Grameena Bank. 

Key words: 

RRBs, Rural debt, deposits, advances, priority sector, beneficieries, non-beneficieries, 
employment, income generation. 

1. INTRODUCTION: 

Saptagiri Grameena Bank was started functioning from 01-07-2006. The bank was 
established with the amalgamation of Shri Venkateswara Grameena Bank (SVGB) opened in 
1976, operating in Chittoor district and Kanakadurga Grameena Bank (KDGB)operating in 
Krishna district of Andhra Pradesh. To improve the operational viability of Regional Rural 
Banks and take of the economies of scale merger/amalgamation is suggested by the Kelkar 
Committee in 1984.Saptagiri Grameena Bank was started under the Region Rural Banks Act 
1975. It is sponsored by the Indian Bank which is the lead bank of Chittoor and Krishna districts. 
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It has the jurisdiction over Chittoor and Krishna districts. Chittoor district is located in South 
Andhra Pradesh in Rayalaseema Region. But the Krishna is located in fertile delta of Krishna of 
Coastal district of Andhra Pradesh. Chittoor district is agriculturally and industrially backward. 
Chittoor is mainly agriculture based. Their development is closely linked with rural development 
especially the development of agriculture and allied activities. The state and central government 
implementations of various rural and SMSE development programmes. Saptagiri Grameena 
Bank was promoted for the betterment of farm sector, rural artisans and small-scale industries. 

2. REVIEW OF LITERATURE 

Venkatalakshmi (2011), in her study she opined that RRBs were immensely rendering the 
banking services to rural poor particularly farmers, agricultural artisans, and rural entrepreneurs 
in providing needful financial assistance over the study period. The capital structure itself proved 
in developing the strength of RRBs in India as well as developing the branches and 
representation of rural financial assistance through SHG linkage and other voluntary 
organizations. It is found that the capital structure of RRBs shown the share of owned funds 
declined in fluctuation manner from 47.65 per cent to 9.50 per cent over the study period. But the 
borrowed funds are aggressively increased from 52.35 per cent to 90.50 per cent. The calculated 
t-cal value -3.36 is significant at 5 per cent level of significance between owned fund and 
borrowed fund in RRBs. The total amount of bank linkage to SHG was registered Rs.408984 
lakhs with an average of Rs. 4089.74 lakhs and disbursed Rs. 2075.34 lakhs with n average of 
Rs. 207.513 lakhs. The calculated t-cal value 9.75 is not significant in relation to credit linkage 
and disbursements. 

Usha Sharma (2013), he says that for sustainable development in the rural area of Himachal 
Pradesh many schemes has launched by Regional Rural Banks. In this study an attempt has been 
made to analysis the impact of schemes which have helped in the economic and socio-cultural 
development of this hilly state. Efforts have been made to evaluate the functioning of the 
schemes as well as pattern of schemes, by evaluating its impact on different aspects. The impact 
of schemes on social, economic development of H.P. Economy, implementing of schemes in the 
infra structural development and also on other parameters. However, the bank is successful in 
planning and implementing these schemes and the role of different agencies involved in the 
functioning of bank is also satisfactory.  Further more negative aspect has also been considered 
i.e. problems faced by the beneficiaries and their satisfaction level. 

E. Hari Prasd (2019), in his article he said India is primarily agriculturally based and rural density 
populated country, which requires the financial assistance as well as effective rural development 
policies to eradicate the tribulations in rural areas. Regional Rural Banks plays a vital role as an 
important vehicle of credit delivery in rural areas with the objective of credit dispersal to small, 
marginal farmers & socio economically weaker section of population for the development of 
agriculture, trade and industry in rural areas. The Telangana Grameen Bank is one of the mature 
banks in Telangana State, which is serving the small and marginal agricultural farmers. The TGB 
expanded its branch network all over the rural areas of 5 districts in Telangana and performing 
well through its deposits and advances, in respect of lending to priority sector. According to the 
profitability, the Telangana Grameena Bank, it may be said, is good and is growing at a healthy 
growth rate. It is found that there is a consistent improvement in all the key areas of the bank. 
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3. SIGFICANCE OF THE STUDY 

Several studies have been undertaken to evaluate the performance, progress and their role 
in providing institutional credit to needy people. These studies conducted at international level, 
national level and state level by individual researchers, financial institutions, Reserve Bank of 
India and Government. But Specific areas like at district are individual RRBs studies are 
comparatively limited in number. So, it is required to study an individual RRB in its operational 
area level. In view this, the present study is planned to examine the Saptagiri Grameena Bank at 
micro level its performance, progress and role in poverty alleviation, with reference to following 
specific objectives. 

4. OBJECTIVES OF THE STUDY 

 To analyse deposit mobilisation and advances by the SGB. 
 To study the credit needs and source of agriculture credit in rural areas. 
 To evaluate income, employment generation and asset creation on sample 

households.  
 To analyse over-all impact of institutional credit on rural people. 

5. DATABASE 

The data used for the study is collected directly from the selected farmers and Saptagiri 
Grameena Bank.  

6. Tools and Techniques 

Various statistical tools applied to analyses the data like Averages and Percentage 

7. PROFILES OF THE SAMPLE BRANCHES 

For Conducting research selected 6 branches of Saptagiri Grameena Bank. The Chittoor 
district is divided into 3 Revenue divisions namely Chittoor, Tirupati and Madanapalli. Among 
three revenue divisions 6 branches were selected for Primary Data Collection. The Table 1 says 
the exact dates of their opening. 

Table-1 

S. No Name of the branch Opening date 
1 Tarigonda 28th December, 1984 
2 Sankarrayala peta 31st January ,1985 
3 Bangarupalyam 24th November,1984 
4 Gajulapalli 31st, March,1985 
5 Pakala 31st March, 2000 
6 Satyavedu 28th January, 1985 

Source:Primary data 

Out of 6 branches 3 branches opened in unbanked rural villages. The other three branches 
were opened in banked centers. The three branches were in Semi-Urban area. In no Mandal more 
than one Grameena bank branch was opened. In total these 6 branches adopted 50 revenue 

Parishodh Journal

Volume IX, Issue II, February/2020

ISSN NO:2347-6648

Page No:732



Panchayats. On an average of each branch adopted 8.33 revenue villages. On an average of each 
village is 6.2Km away from the adopted branch. 

7.2 SAMPLE DESIGN: - 
Out of the 6 old branches of Saptagiri Grameena Bank, Tarigonda branch is chosen for 

the study of impact agricultural (farm) finance. This branch is chosen because of wider coverage 
of different purposes anddifferent categories of borrowers. These are six (6) revenue villages 
under the operational area ofTarigonda branch. In the Six villages there are 2239 farm 
households in total. Out of this total households 625 households borrowed loan during the 
agricultural year 2018-19. The distribution of beneficiary and non-beneficiary farm households 
in the operational area of Tarigonda branch is shown in table-2.   

Table – 2 

Distribution of Farm Households in the Operational Area of Tarigonda Branch 

(No. of households) 

S. No Category Beneficiary 
households 

Non-
Beneficiary 
households 

Total house 
holds 
 

  1 Big farmers  30 35 65 
  2 Small farmers  277 596 873 
  3 Marginal farmers  302 833 1135 
  4 Agricultural Labourers 16 150 166 
  5   Total  625 1614 2239 
Source: Primary data 

The 625 beneficiary households are classified into 7 categories based on the purpose of 
the loan. From each category 10 percent of the households are closer for the study using random 
sample technique. Ultimately 63 beneficiary households chosen for study and 81 from non-
beneficiary households. 

7.3 MOBILIZATION OF DEPOSITS 

 The Sample branches are mobilizing deposits in their operational area in the form 
of various kinds of deposits. Regional Rural Banks are offering more attractive interest rates than 
commercial banks. RRBs are established door steps of the people. The total deposits of RRBs are 
broadly classified into Term deposits and Demand deposits. The total deposits in 2009-10 Rs 
5347.38 lakhs are increased to 164564.48 lakhs rupees. In last decades total deposits increased 
more than 3 times in selected 6 branches of Chittoor district. Out of the total deposits in 2009-10 
the share of demand deposits was 27 per cent in 2018-19 increased to 35 per cent. The Central 
Government offered zero balance accounts (Pradhan Mantri Jan-Dhana Yojana) to poor people 
through banks. At the same time the share of Term deposits decreased to 65 per cent in 2018-19 
from 73 per cent in 2009-10. Out of total deposits, Banks modified small saving of poor and 
backward people in the name of various deposits. Per branch deposits in 2009-10 was 891.23 
lakhs increased to 27.427lakhs in 2018-19. Per branch deposits increased 31 times in last decade. 
Table-3 exhibits the detailed amount of deposits mobilized by the six selected branches of SGB. 
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Table- 3 

Deposit Mobilization by 6 surveyed Branches of Saptagiri Grameena Bank 

(Amount in Rs/-) 

Year Demand Deposits Term Deposits Total 
2009-10 1419830445.83(26.55) 392754968.17(73.45) 534738014(100) 
2010-11 175014773.87(27.56) 459981807(73.44) 634996581(1000 
2011-12 205323054.96(28.18) 523180708.04(78.88) 728503763(1000 
2012-13 251788578.38(29.94) 589285840.62(80.06) 8410744199(100) 
2013-14 299069138.2(30.3) 687838973.8(69.7) 986908112(100) 
2014-15 298224849.86(29.85) 700853149.24(70.15) 999077999.1(100) 
2015-16 351347288.43(31.42) 767156065.41(68.58) 1118503353.84(100) 
2016-17 496361099.22(41.02) 713547846.42(58.98) 1209908945.64(1000 
2017-18 563369318.22(37.82) 926310155.08(62.18) 1489679473.30(100) 
2018-19 580943574.24(35.3) 1064701217.21(64.7) 1645644791.45(100) 

Source: Primary data. 

7.4 DEPLOYMENT OF FUNDS  

 Advances of 6 surveyed branches were recorded three-fold from 2009-10 to 2018-19 
financial year among six surveyed branches Sankarrayalapeta and Gajulapalli are recorded a 
remarkable growth in advances. In the initial years they are depending on external funds for 
lending loans. In later years their dependence decreased on external funds. They are gathering 
owned funds for giving loans. Table-4 explains outstanding advances of 6 surveyed branches of 
SGB.  
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Table-5 

Some Details of 6 Surveyed Branches of SGB 

Name of the Branch Mandal Percentage of irrigated 
area to net area sown 

Tarigonda Gurramkonda 53.49 
Sankarrayalapeta Peddapanjani 34.57 

Bangarupalem Bangarupalem  33.38 
Gajulapalli Thavanampalli 71.21 

Pakala Pakala 44.63 
Satyavedu Satyavedu 98.40 

Source: Census of India 2011-Village Directory. 

It is found that the nature of relationship between the existence of other financial 
institutions in the locational areas of surveyed branches and their credit deposit ratio. There is 
negative relationship between the existing financial institutions and credit-deposit ratios of 
the 6 surveyed branches of Saptagiri Grameena Bank. The credit deposit ratio in the case of 
Bangarupalem, Pakala and Satyavedu is low compared to the credit deposit ratio of 
Tarigonda, Sankarrayala peta and Gajula palli. Other nationalised and private banks are 
located in Bangarupalem, pakala and Satyavedu. So, credit deposit ratio is low in these 
locations.It is concluded that Sapthgiri Grameena Bank is participating in developing the 
unbanked locations through deposits mobilization and bridge the credit gap. 

Table-6 

Relationship Between levels of Overdues and Credit Deposit Ratios, 2018-19 

 

S. No Name of the Branch Overdue as %of 
demand 

Credit-Deposit 
ratio (percent) 

1 Tarigonda 19.64 157 
2 Sankarrayalapeta 17.53 240 
3 Bangarupalem 12.32 151 
4 Gajulapalli 15.49 234 
5 Pakala 10.96 73 
6 Satyavedu 11.65 152 
 Total 6 branches 14.60 150 

Source: Primary data 

7.5 AGE OF THE HEADS OF THE HOUSEHOLDS 

 Working population is the major resource for the development of any Country. The 
working population is required for rural development. The people who are in the older age 
group are illiterates and less dynamic. Out of the total population 74 per cent are in less than 
50 years. Even in this group 76 per cent of heads of the households fall in the group of 25-50 
years age. The remaining households are more than 50 years age. It is nearly 24 per cent. In 
the case of beneficiaries’ majority fall in the group of 25-50. In total population 25.99 per 
cent are in the above age of 50 years. Out of total population 28.05 per cent in the age group 
0-25 years. The table-7 clearly shows the age wise distribution of households. 
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Table-7 

Age of the Heads of the Households        

                                                                                             (Number) 

S. No Age Group Beneficiaries  Non-
Beneficiaries 

Total 

1 Up to 20 years  49 128 177 
2 20 to 50 years 82 208 290 
3 Above 50 years 58 106 164 
 Total 189 442 631 

Source: Primary Data. 

7.6 LITERACY LEVELS 

 Literacy rate may exhibit positive influence on borrowing funds from financial 
institutions for agricultural development. The total number of households are 631. Out of 
631,480 are literates, it is nearly 76.07 per cent. The literacy levels in beneficiaries are 75 per 
cent. Non beneficiaries are 76.70 per cent. The overall illiteracy rate is 24 per cent. Table-8 
explains literacy levels of beneficiaries and non-beneficiaries. 

Table-8 

Literacy Level of the Heads of Household 

(Number) 

S. No Age Group Beneficiaries  Non-
Beneficiaries 

Total 

1 Literates 141 339 480 
2 Illiterates 48 103 151 
 Total 189 442 631 

Source: Primary Data. 

Table-9 

Community-wise Distribution of the Households,2019        

                                                                                             (Number) 

S. No Community Beneficiaries  Non-
Beneficiaries 

Total 

1 Scheduled Tribes  4 76 80 
2 Scheduled Castes 20 37 57 
3 Listed Backward Cates 99 106 205 
4 Others 66 223 289 
 Total 189 442 631 

Source: Primary Data. 

Table-9 explains Community wise distribution of sample beneficiaries and non-
beneficiaries.Saptagiri Grameena Bank is covering all communities in its operational area. 
Out of 62 beneficiary households the total population is 189. Out of 189, 2.12 per cent is 
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Scheduled Tribes, 10.58 per cent is Scheduled Cates,99 i.e., 52.38 per cent is listed Backward 
Cates and the other 34.92 per cent is Other Communities. Out of Non-beneficiaries the 
Scheduled Tribes 17.19, Scheduled-Castes are 8.37 per cent, Backward Castes are 50.45 and 
other are 2.23 per cent.  

7.7 ACTIVITY STATUS 

 The average size of the beneficiary and non-beneficiary households is worked 2 out of 
5 persons per family. The working population percentage in beneficiaries is 65 per cent and 
48 per cent in non-beneficiaries. Out of 189 in beneficiary households 49 are in the age below 
14 years. It is nearly 26 per cent. In old adults 48 are earning out of 58 i.e., equal to 29 per 
cent. Out of total population the earning population is 122, it is nearly 6.6 per cent. Compared 
to joint families, in nuclear or small families the working population is high. In the case of 
dependence, it is observed that the females are more dependent than male because of the busy 
with household activities, lack of specific agricultural skills and to care their kids. Table-10 
clearly shows age and activity status of the members of the beneficiaries’ households. 

Table-10 

Age and Activity Status of the Members of the Beneficiary Households,2019 

(Number) 

Age Male Female Total 
Earne

rs 
Depende

nts 
Tot
al 

Earne
rs 

Depende
nts 

Tot
al 

Earne
rs 

Depende
nts 

Tot
al 

(a)Childr
en 

(below 
14 years) 

1 24 25 2 22 24 3 46 49 

(b)Adult
s 

41 4 45 30 7 37 71 11 82 

©Old 
Adults 

28 1 29 20 9 29 48 10 58 

Total 70 29 99 52 38 90 112 67 189 
Source: Primary Data. 

7.8 Share of agricultural sector in total outstanding advances: 

In the initial 4 years the Sapthgiri Grameena Bank share in Agricultural sector in total 
outstanding advances was nearly 55 per cent.  After 2013 the share of this sector was crossed 
60 per cent. Even though there are ups and downs in the trend. During the years 2016,2017, 
2018 the share of agriculture sector crossed 2/3 out of total advances. This is observed in 6 
surveyed branches of the Saptagiri Grameena Bank. Because the State and Central 
government given more priority to agriculture sector. They gave target to the banks.  

There is no significant relationship between the level of irrigation facilities in the 
adopted villages and the share of farm sector in the total advances. Branches located in the 
areas where less irrigation facilities are available, are deploying more funds in the farm sector 
compared to the branches are located in the irrigated regions of the district. In the wet belts 
major crops are food crops like rice and commercial crop sugarcane. In dry belts, commercial 
crops like tomatoes, brinjals, chilies, groundnuts, potatoes, beans and other vegetables and 
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tree crops. So, the Saptagiri Grameena Bank has a habit of financing commercial crops 
including sugarcane more actively than food crops. This may be due to the fact that the return 
in the case of commercial crops is very much higher than food crops like rice, ragi, jower etc. 
The farmers who brought loans for commercial crops are regular in payments due to more 
income. So, it is very easy to recover loans from the farmers to the banks.  It is similar to the 
Saptagiri Grameena Bank lending advances for both food crops and commercial crops to 
meet the needs of food grains in the country. The bank is giving equal priority to small, 
marginal and other farmers to adopt modern farm technology and implementation. It is also 
required and essential to give equal priority both food and commercial crops. It helps the 
development of weaker sections in rural and backward areas. 

7.9 Purpose -wise and Year-wise advances: 

  The Regional Rural Banks are giving variety of loans both to farm sector and 
non-farm sector. They cover small, marginal big farmers, rural artisans, small business, 
village and small industries, consumption loans on deposits and others under the non-farm 
sector. Self Help Groups is dominating in non-farm sector. Out of the total advances to farm 
sector crop loans are having major share in the total loans. In the year 2018-19 crop loans 
accounted for about 15 per cent of the total outstanding. There is variation of loan 
disbursement among 6 surveyed branches. This variationis mainly due to difference of 
economic activities in the operational areas of the surveyed branches. Some branches are 
preferring to lend loans to non-farm activities. The surveyed branches are giving term loans 
to the purpose of land development, digging tube wells, errection of pump sets, agricultural 
implements, tractors, dairy, sheep and goats, sericulture, poultry, drip irrigation, horticulture 
are dominating the scene of term loans for farm sector. Table 12provides the details regarding 
purpose-wise deployment of funds by six surveyed branches. 

Table-12 

Purpose-wise Outstanding Advances of 6 Surveyed Branches 

(Amounts in Rs) 

 

 

 

 

 

 

 

 

 

 

Source: Primary data  

Purpose 2010 2015 2017-18 2018-19 
1.Jewel loan  302199616 826318799 605264182 766601120 
2.KCCards 283210903 403948856 557636429 658021627 

3.Term Loans 58835473 46937911 29413545 25352488 

4.SHG  30754182 243456862 421802022 557200360 
A.Farm Sector 
(1 to 4) 

675000174 1520662428 1614116178 2007175595 

5. Cash Credit 6809691 15100319 5517159 4747704 
6. J loans OPS 85304956 16280302 20871445 6340305 
7. SHG priority 159413010 277584068 249808020 229637825 

8. Others 301504 8807286 18160728 25318727 
B. Non-farm 

Sector (5 to 8) 
251829161 317771975 294357352 266044561 

Total(A+B) 926829335 1838434403 1908473530 2273220156 
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7.10 Impact on credit structure: 

 The objective of Indian government is to institutionalise the credit to the rural poor in 
a phased manner to liberate them from the clutches of the rural trinity (money lenders, land 
lards and traders). It is tried here to what extent Saptagiri Grameena Bank is acting as an 
instrument to achieve this goal. During the prior period of borrowing the beneficiaries of 
Saptagiri Grameena Bank used to borrow from institutional and non-institutional credit 
agencies. Before RRBs Commercial banks and Co-operative societies are the only 
institutional agencies from which they used to borrow. The share of institutional agencies in 
the total current borrowings and debt outstanding are 67 and 64.39 per cent respectively 
during the prior loan period. Because of borrowing from Saptagiri Grameena Bank during the 
post loan period the share of institutional agencies int the current borrowing and debt 
outstanding are increased to 86.37 per cent and 84.79 per cent respectively. Saptagiri 
Grameena Bank additionally institutionalised the credit to the rural poor to the extent of 20 
per cent. Because of Saptagiri Grameena Bank loans the share of Commercial banks and Co-
operative Societies in the total credit decreased appropriately. It is clearly understood that 
some percentage of borrowers Co-operatives and Commercial banks shifted to Saptagiri 
Grameena Bank. Because of borrowing from Saptagiri Grameena Bank, per household 
current borrowing and debt outstanding increased from Rs 31540 to Rs 112984and Rs 42958 
to Rs 133871 rupees respectively, the major change in rural agriculture system is the role of 
non-institutionalised credit from like money lenders, landlords and other decreased due to 
Saptagiri Grameena Bank. During the year 2018-19 the share of Saptagiri Grameena Bank in 
in the total advances by institutional is 25.97 per cent (i.e., 4406.64 crores) with in 4 decades 
period the Regional Rural Banks are playing an important role in the share of institutional 
credit. Saptagiri Grameena Bank is no exception its share in the district is remarkable. One 
can conclude from this information that the Saptagiri Grameena Bank is acting as a positive 
instrument for the further institutionalisation of credit to rural and backward people. Table-
13shows the current borrowings and debt outstanding borrowers and non-borrowers 
ofSaptagiriGrameenaBank. 
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7.11 Impact on Assets: 

 Credit plays a dynamic role to improve the assets and income position of the 
borrowers. If credit is going to be static, the borrowers need not prefer to borrow it. The 
impact of credit advanced by the Saptagiri Grameena Bank on the asset creation of the 
beneficiary households are deeply examined. Table-14 reveals asset position of borrowers 
and non-borrowers at the end of prior to loan year and after loan year. Because of borrowing 
from Saptagiri Grameena Bank the average value of the assets per households of the 
borrowers are increased from Rs 2047500 to Rs 2256177 during the year 2017 &2018 June. 
Assets are valued in the year of 2018-19 because of price level changes. The average value of 
assets per household in the case of beneficiaries. It is observed that the households belong to 
higher assets group among the rural poor are able to get the benefits of credit from Saptagiri 
Grameena Bank. Because of borrowing from Saptagiri Grameena Bank there was a marginal 
increase in the share of productive assets out of total assets of borrowers. Their share 
increased from 62.86 per cent to 64.55 per cent during the years. The share of livestock and 
poultry increased from 2.56 per cent to 2.89 per cent. In the case of tube wells and pump sets 
decreased from 6.85 to 6.36 per cent. Because the government invested on water harvesting 
schemes. So, irrigation water access increased. The share of productive assets in the case of 
non-borrowers are 58.86 per cent. The beneficiaries of Saptagiri Grameena Bank are 
purchasing assets with the surplus funds generated by credit given by the SGB. Since there is 
an improvement in the assts of the beneficiaries of Saptagiri Grameena Bank, it can be said 
that the credit provided by the bank is dynamic and it has benefited the rural people. 
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7.12 Impact on cropping pattern: 

 It is observed that crop loans, loans to animal husbandry, poultry and tube wells 
certainly improve the crop intensity and change the cropping pattern. The details regarding 
the cropping pattern of the sample borrowers during the prior and after loan periods are 
presented in the table-15. The first impact of Saptagiri Grameena Bank loans is that the gross 
cropped area has increased from 193.5 acres to 244.5 acres. The cropping prior to loan and 
after increased 26.36 per cent. After the loan the major crops are vegetables and groundnuts. 
There is also a recognised increase in paddy i.e., doubled the cropping areas under paddy. 
The share of paddy in total cropped area increased from 13.44 per cent to 21.89 per cent. 
Vegetable share increased from 19.12 per cent in 2017-18 to 37.82 per cent in 2018-19.The 
area under groundnut decreased from 42.64 per cent to 26.77 per cent 

Table-15 

Cropping Pattern of Sample Households 

(Area in acres) 

 
S. No 

 

 
Crop 

Borrowers Non-borrowers 
Prior to Loan 

2017-18 
After Loan 

2018-19 
2018-19 

1 Paddy 26  
(13.44) 

53.5 
(21.89) 

37 
(12.87) 

2 Vegetables 37 
(19.12) 

92.5 
(37.82) 

69 
(24) 

3 Groundnut 48 
(24.81) 

33.0 
(13.50) 

83.5 
(29.04) 

4 Others  193.5 
(100) 

244.5 
(100) 

287.5 
(100) 

Source: Primary data. 

7.13 Impact on Income: 

 Regional Rural Banks were established to full fill the credit needs of rural people and 
save the clutches of money lenders, traders and landlords and also increase their income 
levels and reduce the rural poverty. The table-16 clearly explains income of the sample 
households pre and loan years of the Saptagiri Grameena Bank. The average income of 
households increased from 188145 rupees to 278306 during pre and post lending loans. This 
increase is mainly due to the cropping area raised by the sample households followed by 
allied activities. The incremental income per house hold was Rs 90.161. Therefore, Saptagiri 
Grameena Bank is able to increase the income of its borrowers by 47.92 per cent, compared 
to non-beneficiaries house hold income level of borrowers is at high level. 

 The income non-borrowers of 162817 as against 278306 of borrowers in the year 
2018-19. Nearly 32 per cent of the beneficiary house hold was belowthe poverty line before 
borrowing loans from Saptagiri Grameena Bank as per the definition of the poverty used by 
the District Rural Development Agency of Chittoor. But after enjoying the loans given by 
SGB this percentage came down to 25 per cent. This indicates that Saptagiri Grameena Bank 
is able to help some of the poor farmers to cross the poverty line. 
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Table-16 

Income of the Sample Households 

Source: Primary data. 

7.14 Impact on Employment: 

 Saptagiri Grameena Bank loans have created additional employment for the 
beneficiaries. Out of 62 sample households, 48 reported that bank loan created additional 
employment to them. Source-wise additional employment created by the bank is presented in 
the table-6.6. Bank finance created additional employment in crop production and allied 
activities on the whole additional employment created by the bank finance is 1203-man days 
including family labour 775 and hired labour 428 during the year. On an average additional 
work per household works out of 19-man days per annum. In the total additionalemployment 
created, the share of family labour was 64.42 per cent and the rest was shared by hired labour. 
Though insignificant Saptagiri Grameena Bank is able to create additional employment to the 
poor farmers. It is observed in table-17. 

Table-17 

Additional Employment Created by the Bank Finance to Sample Households 

S. No 
 

Source  Man- days per annum Total 
Family Labour Hired Labour 

1 Crop Production 206 342 548 
2 Allied Activities 569 86 655 

Total 775 428 1203 
Source: Primary data. 

 

 

 
 

S. 
No 

 
 

Source 

Borrowers Non-Borrowers 
2018-19  prior to loan 

2017-18 
 After loan 

2018-19 
Total 
value  

Amount 
per 

household 

Total 
value  

Amount 
per 

household 

Total 
value  

Amount 
per 

household 
1 Agriculture 

(Crops) 
6420000 
(55.04) 

103548 10280000 
(59.58) 

165806 3026000 
(22.94) 

37358 

2 Allied 
Activities 

2325000 
(19.93) 

37500 3532000 
(20.47) 

56968 3881000 47914 

3 Agricultural 
Labour 

1310000 
(11.23) 

21129 1393000 
(8.07) 

22468 746000 
(5.66) 

9210 

4 Others 1610000 
(13.80) 

25968 2050000 
(11.88) 

33064 5937200 
(45.02) 

73299 

 Total 1166500
0 

(100) 

18815 17255000 
(100) 

278306 1318820
0 

(100) 

162817 
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7.15 Impact on Expenditure: 

 The more suitable measure of standard of living is the pattern of house hold 
expenditure. Average house hold expenditure of the beneficiaries of Saptagiri Grameena 
Bank increased from the prior loan level of Rs 53903 to Rs 66009 in 2018-19. There is an 
improvement in house hold expenditure of beneficiaries. The share of food declined from 
41.68 per cent to 38.69 per cent expenses on clothes are identified very little increase. At the 
same time expenditure on recreation & ceremonies, fuel and lighting and education recorded 
a growth rate. 

7.16 Impact on Savings: 

 Savings of a house hold depends upon income generation, operational expenses. 
Savings equal to the difference between gross income and operational and house hold 
expenses. Average house hold operational expenses have increased from Rs 36113 to 80524 
during the year 2017-18 to 2018-19. This is also due to increase in agriculture land under 
crops and increase in the prices of inputs also use of modern inputs by the beneficiaries of 
Saptagiri Grameena Bank. Average house hold operational expenses in the case of non-
beneficiaries was only Rs 74073 in the year 2018-19against Rs 80524 in the case of 
beneficiaries. This difference is mainly due to the difference in the quality of inputs and other 
elements of agriculture. Non-borrowers used family labour and less quality inputs compared 
to borrowers. At the same time loans of Saptagiri Grameena Bank increased savings of the 
borrower’s prior loan amount Rs 2569 to Rs 12990 after the loan availed. The incremental 
increase of savings per house hold Rs 10421. Average house old savings in the case of non-
borrowers is Rs 4860 it is very less compared to borrowers. There is very little increase in the 
case of non-borrowers because quality of inputs, quality of house hold crops etc. The 
borrowers have to learn certain lessons from the non-borrowers in minimisinglabour and 
other operational expenses. 

7.17 Repayment of loans: 

 Prompt repayment of loans borrowed from institution is essential for recycling of 
funds and credit expansion by the financial institutions. The major problem of rural credit in 
India is mounting of overdue in the case of institutional. Details regarding the repayment of 
loans borrowed from Saptagiri Grameena Bank during the year 2018-19 are shown in the 
table-18. About 85 per cent of the beneficiaries failed to repay the loans within due dates. 
About 60 per cent of the demand is repaid. The other problem of recovery of loans regularly 
is the Renewelling their dues. 

Tabele-18 

Repayment of loans borrowed from Saptagiri Grameena Bank During the year 2018-19 

S. No Particulars Values 
1 Number of beneficiaries 62 
2 Number of households having overdues 53 
3 Defaulters as a percentage of total borrowers  85.48 
4 Amount demand 3746000 
5 Amount repaid  2245000 
6 Overdue amount  1501000 
7 Repayment as a percentage of demand 59.93 
8 Overdue as a percentage of demand 40.07 
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Source: Primary data 

The following are the main reasons for overdues as given by the beneficiaries of the 
Saptagiri Grameena Bank. 

 The major reason for default is diversion of funds for consumption purpose. 
 They are using loans borrowed from SGB to clear old debts to non-institutional 

agencies. 
 Frequent failure of crops. 
 The political parties are giving promise to abolish loans borrowed by the farmers from 

institutions and  
 Diversification of loans for educational purpose. 

Nearly 40 per cent of the borrowers expressed that there was delay in the sanction of the 
loans and also the officials of the bank had not extended their Co-operation with the needy. 
About 72 per cent of the heads of the beneficiaries felt that their economic conditions have 
been improved due to the loans given by the Saptagiri Grameena Bank. Nearly 76 per cent of 
beneficiary house hold opined that Saptagiri Grameena Bank is the best source of finance out 
of all other sources.  

7.18 Conclusion: 

The analysis in this study clearly exhibits that there is an improvement in the 
economic conditions of the marginal farmers, small farmers and agricultural laborers mainly 
because of the financial assistance extended by Saptagiri Grameena Bank during the selected 
years. 
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ABSTRACT: 

Cloud computing is the most recent new computing worldview where applications, information, 

and IT administrations are given over the Internet. Cloud computing serves various kinds of assets in a 

virtualized structure which can be used progressively. There are an alternate number of issues that can 

be explored out for the correct designation and better usage of the virtualized assets utilizing scheduling. 

During the time spent scheduling some concentrated information or computing an escalated application, 

it is recognized that improving the moving and handling time is vital to an application program. Errand 

the executives is a key part in cloud computing frameworks. With the quick development and utilization of 

cloud storage, clients concern increasingly more about security and protection issues associated with 

these procedures. It is needed to ensure information and applications in the cloud from programmers and 

interlopers, cryptography is considered as a key innovation to tackle security and protection issues. Here, 

we basically center around secure cloud storage in which encryption system like AES and HMAC has 

been utilized to their plans. Cryptography is fundamental that assists with guaranteeing our information 

precision and ensure the information in cloud condition. 

Key Words: Cloud Computing, Secure, RSA, AES, TIME SCHEDULING, Cloud Storage,  

HMAC, Cryptography 

I. INTRODUCTION 

Cloud computing has become an intriguing issue in the worldwide innovation industry. Cloud 

computing likewise faces information security, protection, and privacy challenges. As the 

information proprietors store their information on outside workers, there have been purportedly 

expanding requests and worries for information classification, validation, and access control. 

Notwithstanding classification and protection breaks, the outer workers could likewise utilize 

part or entire of the information for their monetary benefit. Along these lines, destroying the 

information proprietors' market or in any event, carrying monetary misfortune to the information 

proprietors. These worries start off from the way that cloud workers are generally worked by 

business suppliers which are likely from outside of the confided in space of clients [1].  
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Associations today are progressively looking towards Cloud Computing as another progressive 

innovation promising to reduce the expense of improvement and upkeep and still accomplish 

exceptionally solid and versatile administrations. Cloud innovation is a developing pattern is as 

yet going through heaps of examinations.  

 

Cloud guarantees colossal money saving advantages, deftness, and adaptability to the business 

[2].  

 

A few patterns are opening the time of Cloud Computing, which is an Internet-based turn of 

events and utilization of PC innovation. The ever less expensive and all the more remarkable 

processors, along with the Software as a Service (SaaS) computing design, are changing server 

farms into pools of computing administration for a gigantic scope. The expanding network 

transmission capacity and solid yet adaptable organization associations cause it even conceivable 

that clients to would now be able to buy in to great administrations from information and 

programming that dwell exclusively on far off server farms.  

 

Moving information into the cloud offers incredible comfort to clients since they don't need to 

think about the complexities of direct equipment the executives. The pioneer of Cloud 

Computing merchants, Amazon Simple Storage Service (S3), and Amazon Elastic Compute 

Cloud (EC2) are both notable models. While these Internet-based online administrations do give 

colossal measures of storage space and adaptable computing assets, this computing stage move, 

notwithstanding, is dispensing with the obligation of nearby machines for information upkeep 

simultaneously. Thus, clients are helpless before their cloud specialist co-ops for the accessibility 

and respectability of their information. The ongoing downtime of Amazon's S3 is such a model 

[3].  

 

The present world is moving quickly towards virtualization and cloud; and since there are 

security issues related with them, it turns out to be considerable for the associations to encode the 

basic information. This application gives this office by upgrading the AES calculation by 

coordinating custom encryption settings in the calculation. Since AES has been assaulted by 

assailants previously, we propose a configurable calculation that permits the clients to adjust the 

calculation each time they scramble the content. The calculation utilizes AES and incorporates 

some custom configurable strides in the framework where the client may alter the encryption 

cycle varying. In this system, more strides of encryption are coordinated so as to make the 

information less obligated to be decoded by the assailants.  

 

The upgrade in innovation has prompted an addition sought after for various standard safety 

efforts to forfend information. Two sorts of cryptographic strategies created to accomplish this 

are (1) Symmetric, mystery key, and (2) Asymmetric, open key. Symmetric cryptography 
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incorporates Data Encryption Standard (DES), 3DES, and Advanced Encryption Standard 

(AES). It is our endeavor to make AES safer by broadening it, the all-encompassing form is 

called as Modified Advanced Encryption Standard with character substitution. The system won't 

just help the AES calculation however furthermore the supplemental element of substitution of 

units.  

 

The AES encryption calculation is a square code that utilizes an encryption key that is the 

equivalent for both the sender and beneficiary and has a few rounds of encryption. It has end up 

being better than DES as the 56-piece key was insufficient to secure information from different 

assaults. AES utilizes 128,196,256 key for the encryption cycle and likewise, incorporates a few 

rounds regarding the size of plaintext 128-piece 10 rounds, 192-piece 12 rounds, 256-piece 14 

adjusts separately, coming about in the ciphertext. The rounds incorporate different strategies, 

for example, replacement, improvement, and change encoding procedures. The key development 

strategy was embraced to twofold the quantity of cycles for expanding the invulnerability of the 

calculation against different sorts of assaults, for instance, the savage power assault.  

 

As of late, the significance of guaranteeing distant information respectability has been featured 

by different exploration works. These strategies, while can be helpful to guarantee the storage 

accuracy without having clients having information, the cloud information storage isn't tending 

to all the security dangers, since they are on the whole zeroing in on a solitary worker situation 

and the vast majority of them don't think about powerful information activities. As an integral 

methodology, specialists have additionally proposed disseminated conventions for guaranteeing 

storage accuracy over various workers or companions. Once more, none of these disseminated 

plans know about powerful information tasks. Thus, their relevance in cloud information storage 

can be radically restricted. 

II. RELATED WORK 

CLOUD SERVICES  

 

Cloud computing can be thought of as various layers or models which offer various types of 

assistance. Cloud contains three kinds of administrations as follows.  

 

1. Infrastructure-as-a-Service(IaaS)- This sort of cloud computing conveys a full PC 

foundation by means of the Internet. Most famous IaaS supplier like Amazon Web Services 

offers virtual worker examples with extraordinary IP locations and square of storage on request. 

Here clients typically utilize the specialist co-op's application program interface to begin, stop, 

access, adjust, and arrange their virtual workers and storage as is required. In the endeavor, cloud 

computing distributes administrations to an organization to pay for just as much office as is 

required, and bring more adaptable instruments online when required. [11]  
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2. Platform-as-a-Service(PaaS)- This kind of cloud computing offers an item advancement 

device or condition that clients can get to and use on the web, even as a team with others, and 

facilitated on the supplier's foundation. In PaaS, designers make applications on the specialist co-

op's foundation over the Internet. PaaS specialist co-ops may utilize Application Program 

Interfaces (APIs), door programming, or web-based interfaces introduced on the client's 

premises. [11]. 

 
 

 

 

3. Software-as-a-Service (SaaS) - This kind of cloud computing model offers clients the 

equipment framework, the product item, and interrelates with the clients through a front-end 

passage or entry. Here a supplier approves an application to customers either as an assistance on 

request in a "pay-more only as costs arise" model or at no charge by a membership. Like we can 

say that we have a sky drive in Hotmail. There we can spare our statement, PowerPoint record 

and when we have to alter them we can without much of a stretch do it. [11]  

 

III. Writing SURVEY  

 

Security Issues for Cloud Computing: Security issues for cloud computing is the tremendous 

acknowledge to come through, yet there are numerous issues like Integrity, Confidentiality, 

Availability, Map-diminish. Here the conversation is identified with the drifting issues and how 

to fabricate the confided in application from the untrusted segments of secure cloud computing.  

 

A High-Availability and Integrity Layer for Cloud Storage: HAIL a conveyed cryptographic 

framework that permits a lot of workers to demonstrate to a customer that a put away document 

is unblemished and retrievable. HAIL is proficiently processable by workers and profoundly 

minimized regularly tens or many bytes, independent of record size. HAIL enhances the security 

and effectiveness of existing instruments, similar to Proofs of Retrievability (PORs) conveyed on 
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singular workers. We propose a solid, formal adversarial model for HAIL, and thorough 

examination and boundary decisions. We show how HAIL enhances the security and 

effectiveness of existing instruments, similar to Proofs of Retrievability (PORs) conveyed on 

singular workers.  

 

Cutoff time imperative heuristic-based hereditary calculation for work process scheduling in the 

cloud: Task scheduling and asset portion are the key difficulties of cloud computing. Contrasted 

and the network condition, information move is a major overhead for cloud work processes. 

Thus, the expense emerging from information moves between assets just as execution costs 

should likewise be considered during scheduling dependent on client's Quality of  

 

Administration (QoS) limitations. In this paper, we present Deadline Constrained Heuristic-

based Genetic Algorithms (HGA) to plan applications to cloud assets that limit the execution 

cost while fulfilling the time constraint for conveying the outcome. Every work process' errand is 

doled out need utilizing base level (b-level) and high level (t-level).To increment the populace 

assorted variety, these needs are then used to make the underlying populace of HGAs. The 

proposed calculations are mimicked and assessed with engineered work processes dependent on 

practical work processes. The reproduction results show that our proposed calculations have a 

promising exhibition when contrasted with the Standard Genetic Algorithm (SGA).  

 

Giving Security and Integrity to Data Stored In Cloud Storage: A plan by which there gave a 

secure sparing of classified information in cloud storage in a productive way which requires low 

computational force and time and forbidding programmers from entering into private 

information storage. So there gave a straightforward and simple trustworthiness checking 

component when contrasted with another effectively present ones by which confirmation should 

be possible whether information isn't adulterated and erased or changed our own is productive. 

The trustworthiness checking system is basic that it doesn't take more computational force. This 

component even forestalls the TPA who keeps up our information in cloud storage from altering 

our record.  

 

Cutoff time constrained workflow scheduling calculations for Infrastructure as a 

Service Clouds: The approach of Cloud computing as another model of administration 

provisioning in conveyed frameworks urges analysts to research its advantages and 

disadvantages on executing logical applications, for example, work processes. One of the most 

testing issues in Clouds is work process scheduling, i.e., the issue of fulfilling the QoS 

necessities of the client just as limiting the expense of work process execution. We have recently 

planned and broke down a two-stage scheduling calculation for utility Grids, called Partial 

Critical Paths (PCP), which intends to limit the expense of work process execution while 

complying with a client characterized time constraint. In any case, we trust Clouds are unique in 

relation to utility Grids in three different ways: on-request asset provisioning, homogeneous 
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organizations, and the pay-more only as costs arise valuing model. In this paper, we adjust the 

PCP calculation for the Cloud condition and propose two work process scheduling calculations: 

a one-stage calculation which is called IaaS Cloud Partial Critical Paths (IC-PCP), and a two-

stage calculation which is called IaaS Cloud Partial Critical Paths with Deadline Distribution 

(IC-PCPD2). The two calculations make some polynomial-memories intricacy which make them 

appropriate choices for scheduling enormous work processes. The recreation results show that 

the two calculations have a promising exhibition, with IC-PCP performing better than IC-PCPD2 

by and large.  

 

IV. PROPOSED SYSTEM ARCHITECTURE  

 

The thought behind the proposed framework is to give protection and security to cloud clients 

with less calculation cost and least time. Above all else, the administrator will send a record that 

is scrambled by AES calculation. After the encryption record will get split into four to five sub-

parts and afterward will be transferred to the worker and afterward the worker will blend the sub-

parts into a solitary document and it will be sent to the client and simultaneously, the mystery 

key created by HMAC will be sent it to the client's email id. Simply in the wake of entering that 

key, the first record will get download in any case counterfeit document will get the download. 

In the event that the document gets spilled or hacked by the gatecrashers, at that point the 

warning will be sent it to the administrator. At the point when the document gets downloaded the 

client can bolt it by entering the equivalent or distinctive mystery key. Our framework is 

comprised of certain modules which are talked about underneath: 
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Fig. System Architecture 

4.1 Construction Of Cloud Data Storage Module  

In Admin Module the administrator can login to give his secret word and username. After that 

worker arrangement technique can be opened. In worker arrangement measure for sending Ip-

address to the collector the administrator initially set the distant workers Ip-address . At that 

point the worker can avoid the cycle to enact or Deactivate the cycle. At that point the IP-address 

can be shown by the storage worker for actuating the cycle. For Deactivating the cycle the 

storage worker can't show the Ip-address. By tapping the key worker these subtleties can be seen 

. In accessible storage worker the enacted Ip-addresses are put away. At that point we can see the 

at present accessible Ip-addresses by tapping the accessible storage worker button.  

4.2 Data Encryption Module  

In cloud login module the client can login by giving his own subtleties. On the off chance that 

the client can't have the record for that cloud framework, at that point first the client can enlist 

his subtleties for utilizing and going into the cloud framework. In enlistment measure fields are 

Username, E-mail, secret key, affirm secret key. At that point the subtleties can be put away in 

information base of the cloud framework subsequent to entering the enrollment cycle. At that 

point the client needs to login by giving his username and secret key the mystery key must be 

send to his/her E-mail Id. At that point the client will open his record and view the mystery key 

that can be produced from the cloud framework. The client needs to choose one document from 

perusing the framework and enter the transfer alternative. At that point ,the scrambled type of the 

transferring record can be given by the worker from the cloud .  

4.3 Data Forwarding Module  

In forward module we can see the storage subtleties for the transferred records. At the point 

when we click the storage subtleties alternative we can see the document name and sent E-mail. 

This cycles contains the chose document name, E-mail address of the forwarder and enter the 

mystery key to the forwarder. Presently, another client can check his record appropriately and 

see the mystery key sent from the past client. At that point the current client has login to the 

cloud framework to check the got subtleties. In got subtleties the sent document is available then 

the client will go to the download cycle.  

4.4 Data Retrieval Module  

The Download module contains the subtleties, for example, username and record name. To 

begin with, the worker cycle can be run which implies the worker can be associated with its 

specific customer. Presently, the customer needs to see the mystery key to download the record. 

In record downloading measure the fields. are username, filename, and mystery key. Presently 

by tapping the download alternative the customer can see the message box of Enter the Secret 
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Key. At that point subsequent to entering that key the customer can see the record and utilize 

that document properly.  

V. Proposed methodologies  

 5.1 Advanced Encryption Standard (AES)  

Progressed Encryption Standard, is expressed as encryption standard suggested by NIST and it 

supplanted DES. Savage power assault is the main compelling assault known against it, in which 

the aggressor attempts to test all the characters blends to open the encryption. AES and DES are 

both square codes. It has variable key length of 128, 192, or 256 pieces; default 256. It encodes 

blocks information of 128 pieces in 10, 12 and 14 round which is rely upon the key size. AES 

encryption has favorable circumstances as quick and adaptable with it tends to be actualized on 

different stages particularly in little gadgets. For some security applications AES has been 

deliberately tried. According to the Rijndael particular it indicated with square and key sizes that 

might be any different of 32 pieces, both with at least 128 and a limit of 256 pieces. While AES 

works on a 44 section significant request framework of bytes, named the state, despite the fact 

that Rijndeal of certain adaptations have a bigger square size with extra segments in the state. In 

extraordinary limited field the vast majority of the AES estimation are finished.  

1. Key Expansions: From the code key round keys are determined . Separate 128-piece 

round key square for each round in addition to one more required by AES.  

2. Initial Round  

a) AddRoundKey: Using bitwise xor every byte of state is joined with square of the round 

key .  

3. Rounds-  

 

a) SubBytes: every byte is supplanted with another as per a query table in non straight 

replacement step.  

b) ShiftRows: the last three lines of the state are moved consistently a specific number of 

steps in rendering step.  

c). MixColumns: consolidating the four bytes in every segment, a blending activity which works 

on the segments of the state,  

d) AddRoundKey: utilizing bitwise xor every byte of the state is joined with a square of the 

round key .  

4 Final Round (no MixColumns)  
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5. SubBytes  

6. ShiftRows  

7. AddRoundKey.  

5.2 Keyed-Hash Message Authentication Code (HMAC)  

HMAC is a known as message confirmation code that utilizes a cryptographic key related to a 

hash work.  

HMAC utilizes following boundaries:-  

B – Block size (in bytes) of the contribution to the Approved hash work.  

H - An endorsed hash work.  

Ipad - Inner cushion; the byte x36 rehashed B times.  

S - Secret key which is shared between the originator and the proposed receiver(s).  

S0 - The key after any important pre-handling to frame a B byte key.  

K – Block size(in bytes) of the yield to the Approved hash work.  

Opad - Outer cushion; the byte x5c rehashed B times.  

t – The information on which HMAC is determined; text does exclude the cushioned key. The 

length of text is n bits.  

|| -Concatenation XOR-Exclusive-OR  

MAC(t) = HMAC(S,t)= H((S0 XOR opad) || H((S0 XOR ipad) || t))  

 

Stage 1 – If the length of S=B; Set S0=S. Go to stage 4.  

Stage 2 – If the length of S>B; hash S to acquire a K byte string at that point add (B-K)  

Zeros to make a B-byte string S0(i.e.S0 = H(S)|| 00..00).Goto stage 4.  

Stage 3 - If the length of S<B; annex zeros to the furthest limit of S to make a B-byte string S0.  

Stage 4 – XOR S0 with ipad to create a B byte string: (S0 XOR ipad)  

Stage 5 - Append the surge of information text to the string coming about because of step 4:(S0 

XOR ipad) || t  
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Stage 6 - Apply H to the stream created in sync 5: H((S0 XOR ipad) || t)  

Stage 7 – Exclusive-OR S0 with opad: (S0 XOR opad)  

Stage 8 - Append the outcome from stage 6 to stage 7:  

((S0 XOR opad) || H((S0 XOR ipad) || t)  

Stage 9 - Apply H to the outcome from stage 8: 

CONCLUSION 

In this paper, we have found out about the issues in scheduling and besides about various kinds 

of scheduling counts. The scheduling estimation for the datacenter should be picked considering 

the necessities of datacenter and such a data they store in it. We have dismembered the 

association between the data that hits the datacenter likewise the scheduling count which is 

needed to propel asset designation in the cloud datacenters. We parcel the encoded information 

and store them on storage worker. It will keep the information secure during transmission and 

information very still. It will assist the client with sending the information to cloud decisively of 

information being lost. In future it will be put away on numerous worker and different clouds 

too. 
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ABSTRACT:  

Online Social Media Networking has developed as one of the most prominent methods for 

exchanging information and communicating with people in daily life. In recent years, social media 

platforms such as Instagram, Twitter, and Facebook have progressively grown in importance as 

means of disseminating information. Our goal is to identify fake accounts by studying many 

features that propagate dangerous information in a real-time setting. Fake profiles are created by 

stealing the identity of a genuine user's profile content and creating a similar profile with the user's 

credentials. A detection approach for detecting Fake and Clone profiles on Twitter is presented in 

this study. Fake profiles are recognised using a set of principles that successfully differentiate 

between authentic and fake profiles. The detection of fake accounts (fake followers) on Twitter has 

been studied in the proposed work by selecting the relevant features that define the profile's 

characteristics users. The SMOTE technique is presented here to efficiently categorise an account 

as real or fake. The (Synthetic Minority Oversampling Technique)SMOTE method produced an 

overall accuracy of 97.41 percent. 

 

Keywords:  

Machine learning, twitter detection, (Synthetic Minority Oversampling Technique)SMOTE 

approach   

 

I. INTRODUCTION 

Online social networks (such as Facebook, 

Twitter, and Instagram) have risen to 

prominence in recent years as a go-to place 

for web users to stay in touch with friends, 

share ideas, and reminisce about the events of 

the day. 

People use social media to express their 

thoughts, news, events and to record their 

everyday activities such as eating, drinking, 

travelling and so forth. Consequently, 

malevolent users may monitor the activity of  

 

 

everyone in their timeline, turning Twitter 

into a haven for users. These users who are 

having hostile motives establish fake profiles 

and share different fake articles, fake links 

and photographs. Unfortunately, since so 

many users on the internet don't know about 

these fake accounts, they've been taken 

advantage of. As a result, everybody who uses 

Twitter must be familiar with how to spot 

fake accounts. 
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“Over the past several years, online social 

media networks (OSMNs) including 

Facebook, Twitter, RenRen, LinkedIn, 

Google+, and Tuenti have grown in 

popularity. They may also be used to manage 

their own e-businesses or to stay in contact 

with friends. For the period between The 

amount of money spent on advertising on 

social media in 2021 is expected to be 

US$153,974 million. By 2025, advertising 

expenditure is estimated to expand at a CAGR 

of 10.93%, culminating in a market value of 

US$233,137m. Compared to other countries, 

the United States will continue to produce the 

majority of ad expenditure ($56,677 million 

in 2021). In the Social Media Advertising 

category, US$193,176m of total ad 

expenditure will be produced via mobile in 

2025. In the Social Media Advertising area, 

the number of users is predicted to equal to 

5,192.8m users by 2025”.[1]. 

 
FIG  1: AD SPENDING REVINUE IN SOCIAL MEDIA 

 

“In 2021, there are 4.48 billion individuals 

actively using social media in the globe, and 

this is a rise of 13.13 percent year-on-year 

from 3.69 billion in 2020. Back in 2015, there 

were just 2.07 billion users - that’s an overall 

growth in users of 115.59 percent in only six 

years. The interest of criminals for social 

networking sites is rising, when the popularity 

of social networking sites increases such as, 

the worms that exploit the old principles that 

are applied to a new technology, that 

especially target Myspace and Facebook 

users. Classic worms such as worm that 

utilised to propagate the contacts in a victim’s 

Outlook address book. Many e-mail users 

these sort of tactics have previously been seen 

recently, but on social networking sites, they 

are not as well-known. however such 

attachments email can be developing more 

mistrust” [2]. 

The vast volume of user material that created 

by OSMNs is constantly under assault of a 

spammer since the OSNs offered it readily. 

The aims of cyber thieves include collecting 

professional, or financial information by 

exposing the users with unpleasant content on 

the web likes, pornography, or stealing the 

user’s personal, political, etc. so as to fool 

them. From the users’ point of view, there is 

no more safe, professional, personal, and even 

financial data. 

“Nowadays the attacker discovers a lot of 

methods to control on the user account on a 

social network the objective of them are to 

abuse these accounts in all ways that they can 

to accomplish. In the following part, we will 

examine several varieties of the OSNs profile 

account that abused and generated by the 

attacker to misuse them in any manner that 

serves his goals”. [3] 

The International journal of analytical and experimental modal analysis

Volume XIII, Issue XII, December/2021

ISSN NO:0886-9367

Page No: 703



II. LITTRECTURE STUDY  

“Fake identities on social media are 

frequently employed in APT instances, both 

to acquire intelligence previous the attack, 

and to develop trust and send malware or a 

link to it. Such fake identities are also 

employed in various forms of harmful 

operations. To address these activities, a 

major body of research to date has 

concentrated on the prompt and accurate 

identification of the existence of a fake 

identity in social media”[14]. 

Generally, following the taxonomy in Song et 

al. (2015) , the approaches to detecting false 

social media accounts can be classified into 

the approaches aimed analysing individual 

accounts (profile-based techniques as well as 

graph-based methods), and the approaches 

capturing the coordinated activities spanning 

a large group of accounts. 

Ad-hoc or Small-scale Use of Fake Social 

Media Identities 

A variety of fake account detection systems 

focus on the study of individual social 

network profiles, with the purpose of 

discovering the traits or a combination thereof 

that aid in differentiating the genuine and the 

fake accounts. Machine learning methods are 

used to develop a classifier that can identify 

fake accounts based on characteristics 

gathered from profiles and postings. 

For example, "detecting and characterising 

phantom profiles in online social gaming 

apps" is discussed in the work by Nazir et al. 

(2010). The essay studies a Facebook 

application, the online game Fighters club 

known to give rewards and gameplay 

advantage to those users who invite their 

friends into the game. The authors suggest 

that by giving such incentives the game 

pushes its users to build fake profiles. By 

bringing such fake profiles into game, the 

player would boost incentive value for 

him/herself. At first, the authors collect 13  

 

 

 

characteristics for each game user, and then 

do classification using support vector 

machines (SVMs) (SVMs). The article finds 

that these approaches do not reveal any 

apparent discriminants between actual and 

fake users” [4]. 

"Identification of fake profiles in LinkedIn," 

according to Adikari and Dutta (2014). The 

article indicates that fake profiles can be 

identified with 84 percent accuracy and 2.44 

percent false negative, utilising limited profile 

data as input. SVMs, neural networks, and 

principal component analysis are just a few of 

the tools available. The number of languages 

spoken, education, talents, recommendations, 

hobbies, and accolades are just a few of the 

aspects that are taken into account. Fake 

profiles on specialised web sites are utilised 

as a basis for fact-checking because of their 

characteristics”. [5]. 

"Differentiating Twitter accounts managed by 

people, bots, or cyborgs," say Chu et al. 

(2010). (i.e., bots and humans working in 

concert). “The identification of spam accounts 

is made possible by the use of an Orthogonal 

Sparse Bigram (OSB) text classifier, which 

utilises word pairs as features. The algorithm 

was able to tell the difference between bots 

and human-operated accounts with the help of 

additional detection components that looked 

at things like the frequency and kind of URLs 

used and the usage of APIs”. [6]. 

"Spam detection on Facebook and Twitter" is 

the subject of a study by Stringhini et al 

(2010). The authors built 900 honeypot 

profiles in social networks, and conducted 

continuous gathering of incoming messages 

and friend requests for 12 months. User data 

of individuals who executed these queries 

were gathered and evaluated, following which 

around 16K spam accounts were detected” 

[7].  
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Further research on the use of machine 

learning to identify spam profiles was 

conducted by the authors. On top of the 

variables used in the research above, the 

authors were also utilising the message 

similarity, the existence of patterns behind the 

search of friends to add, and the ratio of 

friend requests, and then utilised Random 

Forest as a classifier. 

C. Yang et alstudy .'s likewise focused on 

Twitter accounts (2011). “Graph based 

features and neighbor-based features were 

coupled with automation-based features and 

timing-based features in order to design four 

alternative classifiers”[8]. 

"Z. Yang et al. (2011) used a similar method, 

albeit with a much narrower collection of 

attributes, to identify fake accounts in Renren. 

An indicator of the social network's 

characteristics was determined by using the 

clustering coefficient. These characteristics 

were utilised to develop an SVMs classifier 

that resulted in 99 percent accurate 

classifications” [9]. 

Often times, the profile-based tactics 

overviewed above are targeted at discovering 

the accounts engaging in spamming. 

Traditional spamming, however, targets a vast 

audience of receivers, as opposed to the 

spearphishing operations frequent in 

advanced persistent threats where a single 

person or a small number of users is targeted 

instead. It is also unknown if these 

approaches, unaltered, will perform similarly 

well when detecting fake accounts 

participating in an advanced persistent threat. 

“This restriction is somewhat addressed in a 

study by Egele et al. (2015) who,” instead of 

defining the profiles of spamming accounts, 

aim to recognise the situations when a high-

profile genuine account is (temporarily) 

hijacked and behaves maliciously. When 

looking for behavioural outliers, the authors 

examine the time and origin of the 

communications, the language and subject  

 

 

matter and URLs used in direct engagement 

as well as geographical proximity to see if 

they can uncover any patterns or trends. 

These are used to develop an SVM classifier 

based on sequential minimum optimization 

technique. The dataset was semi-manually 

labelled: the mails containing malicious URLs 

inside messages, suddenly changed subjects, 

or malicious URLs within application 

description pages were viewed as signs of 

compromised profiles” [10] 

In a recent publication, Wang et al. (2014) 

explore the applicability of “machine learning 

algorithms to identify crowdturfing efforts, 

and the resilience of these systems to being 

dodged by the opponents. The article claims 

that classical machine learning may be 

utilised to identify crowdturfing employees 

with the accuracy of 95-99 percent , however 

the detection can be reasonably readily 

avoided if the workers modify their 

behaviour” [11]. 

Lee et al. (2014, 2015) likewise aim at 

“developing a method for detecting 

crowdturfing campaigns. The classifier 

created by the authors was able to achieve 

crowdturfing task detection accuracy of 97.35 

percent . Further, based on comparing the 

profiles of crowdturfing employees at Twitter 

against the generic Twitter user profiles, the 

authors created a classifier that recognised 

Twitter crowdturfing users with 99.29 percent 

accuracy. This classifier took into 

consideration, among other things, the 

fluctuation in follower numbers over time, the 

density of the worker accounts in the graph, 

the frequency of tweets, and the ratio of 

friends to followers"[12]. 

"Detecting crowdturfing, CrowdTarget," has 

been suggested by Song et al. The authors' 

primary emphasis is on discovering the 

intended targets of crowdturfing projects, 

rather than employees (e.g., post, page, and 

URL). The suggested approach can  
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effectively discriminate between crowdturfing 

and benign tweets with the true positive rate 

up to 98 percent , even when they both 

originate from the same account, thereby 

making it more resilient against detection 

evasion strategies. The following parameters 

were demonstrated to be discriminative: I 

retweet time distribution, (ii) the ratio of the 

most prominent application, (iii) the number 

of unreachable retweeters, and (iv) the 

number of received clicks” [13]. 

 

III. METHODOLOGY  

 

In this part, we described a technique 

we developed based on the features of a fake 

account detection issue. 

“First, the adjacency matrix of the 

social networks graph was constructed. Nodes 

(social network users) were compared based 

on their network buddy similarity measures. 

Once this was done, the similarity matrix was 

generated for each of the stated metrics, such 

as the similarity between friends, the 

similarity between Jaccard and cosine, and so 

on. There were multiple similarity matrices at 

the conclusion of this stage”[15] 

Given that, in such cases, data are not 

balanced and also about 98-99 percent of the 

data belong to the same majority class 

(normal users), and because the work on such 

data causes the ignorance of the clarification 

of minority class (fake users) and the increase 

of the overall accuracy of classifications, the 

tagging of all data was labelled normal. The 

SMOTE was used to balance the data in order 

to resolve this issue. 

After using the SMOTE on each of 

these similarity matrices and balancing the 

data, there were seven similarity matrices, as 

a consequence, each of which revealed seven-

point similarity measures. In the previous 

step, new similarity traits were extracted. 10, 

with the assistance of the PCA approach, the 

ten initial columns with the largest variance 

were picked from each of these matrices so 

that a new property matrix is generated. Ten, 

the data tags were applied and delivered to the 

classifier. The nodes were first identified 

using the linear SVM method, the medium 

Gaussian SVM, and logistic regression, and 

then the normal users from the forged users 

were separated; the list was then passed on to 

the next stage for processing. 
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In this stage, the fake users were identified and an alert 

was sent to all of their friends informing them of the 

fake friend's existence. Figure 1 and Box 1 show the 

steps of the proposed method. 

 

IV. RESULT ANALYSIS  

Figure 2 show the testing TPR, FPR, 

accuracy, and AUC for the three methods. 

The use of nonlinear approaches such as 

Medium Gaussian SVM, owing to the fact 

that they map data to higher-dimensional 

feature spaces, has better capacity to 

discriminate the data and resulting in the 

performance of the model employing this 

method rather than linear methods such as 

linear SVM. 

 
Fig 2: Comparison of performance of classifiers. 
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CONCLUSION 

 

In this study, we have maintained the 

maximum accuracy in identifying fake 

accounts through multiple classification 

methods. Two classification algorithms' 

accuracy improved once the recommended 

characteristics and their related heaviness 

were used, as seen by the findings. The 

classification methods are presented to 

enhance identifying fake accounts on social 

networks, employing the SMOTE and 

delivered to the classifier. Cross-validation 

was used to train and test the classifier, and 

the results indicated that the AUC for the 

Medium Gaussian SVM classifier was 1. The 

suggested technique examines the structure of 

the user buddy network and uses similarity 

and classification methods to predict fake 

users. In this strategy, fake accounts must 

function in the network so that it will be easy 

to detect them as authentic or fake ones, by 

studying their friend's networks. This is a 

shortcoming of the suggested technique. In 

future investigations, a new approach will be 

offered; which can distinguish the authentic 

or fake account before any action of the user 

in the network or at the time of registration. 
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